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First Create an Outgoing Mail Policy for the Senders you wish to have a copy of all email sent to a alternate address via Bcc.
Mail Policy>Outgoing Mail Policy
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The Outgoing Mail Policy window will appear.  Select Add Policy
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The Add Outgoing Mail Policy Window will appear. Name the policy and insert the policy appropriately. *Remember Policy works like an ACL so be careful how you arrange them* Select Senders and enter the email addresses of the users you wish to have a Bcc mail sent to the alternate address in the Email Address(es) box. Click Add and the names will populate over to the Current Users. Click Submit
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The Outgoing Mail Policy window will appear with the Mail Poicy you have just created. 
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Next Create an Outgoing Content Filter 
Mail Policy> Outgoing Content Filter

[image: ]

Next select  Add Filter
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Name the Filter what ever you wish and then select Add Actions. *For this filter we are leaving the Conditions blank so that only the Action will be performed*
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The Add Action window will appear. Select Send Copy (Bcc:) and enter the Email addresses of the those who will receive the Bcc. Click OK
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The Add Content Filter will appear with the Filter you just created.  Here is where you name the filter, and add description. Click Submit
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Next Open Outgoing Mail Policy 

Mail Policy> Outgoing Content Filter
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Select the Content Filters for the policy you just created. *Click on Use Default under Content Filters*
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The Mail Policies: Content Filters: window will appear. Enable the content filtering for this policy by selecting Yes. Enable the Content Filter you created by checking the Enable box for that filter. Click Submit.
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