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Agenda

• Otimização da Infraestrutura

• Atualização Tecnológica

• Como visualizar e entender os

problemas que acontecem na rede 

da empresa

• Como visualizar e entender os

problemas no cenário de trabalho

híbrido
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Otimização da Infraestrutura
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Reclamações Comuns de Voz e Vídeo sobre Wi-Fi

- Minha chamada falha constantemente

- A qualidade da ligação está ruim

- O Microsoft Teams me avisa que a rede está ruim

- A qualidade do vídeo está péssima

- Não consigo usar a rede Wi-Fi neste escritório, prefiro utilizar a rede cabeada, pois esta sim funciona

- Na minha casa eu não tenho problemas

Estamos trabalhando para solucionar !

Usuário Final ADM de Rede

Meu Deus, o que eu faço 

agora? Por onde 

começar?
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1º - Wireless QoS

https://www.mobilitybrazil.com.br/?p=4657

• Como a rede Wi-Fi é um ambiente compartilhado, a parte de QoS nela opera de uma maneira diferente

quando comparamos com a rede cabeada, justamente por ser um ambiente half-duplex onde vários dispositivos

estão disputando o mesmo recurso, sendo assim, como priorizar especialmente as aplicações de voz e vídeo?

Contention Window/Backoff Timer

1º Tentativa : Tem alguém transmitindo....Vou aguardar uns 15ms (Sem priorização)

2º Tentativa : Continua tendo gente transmitindo....Vou aguardar uns 31ms

3º Tentativa : Ainda tem gente transmitindo.....Vou aguardar mais 63ms

4º Tentativa : Opa, agora sim não tem mais gente transmitindo, então é a minha vez

(somatória de tempo de espera  até a transmissão = 109ms)

Sem o 802.11e (QoS over Wireless)
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Wireless QoS

https://www.mobilitybrazil.com.br/?p=4657

1º Tentativa : Tem alguém transmitindo....Vou aguarda uns 2ms porque meu tráfego é de Voz (AC_VO)

2º Tentativa : Continua tendo gente transmitindo....Vou aguardar mais 2 ms

3º Tentativa : Opa, agora sim já posso transmitir

(somatória de tempo de espera  até a transmissão = 4ms)

Com o 802.11e (QoS over Wireless) – Client-to-AP

Background (AC_BK) → Background
Best Effort (AC_BE) →Best Effort
Video (AC_VI) → Video
Voz (AC_VO) → Voz

109ms (Sem QoS) vs 4ms com QoS (Voz) - Upload

EDCA
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Wireless QoS

https://www.mobilitybrazil.com.br/?p=4657

1º Tentativa : Tem alguém transmitindo....Vou aguarda uns 2ms porque meu tráfego é de Voz (AC_VO)

2º Tentativa : Continua tendo gente transmitindo....Vou aguardar mais 2 ms

3º Tentativa : Opa, agora sim já posso transmitir

(somatória de tempo de espera  até a transmissão = 4ms)

Com o 802.11e (QoS over Wireless) – Client-to-AP

Background (AC_BK) → Background
Best Effort (AC_BE) →Best Effort
Video (AC_VI) → Video
Voz (AC_VO) → Voz

109ms (Sem QoS) vs 4ms com QoS (Voz) - Upload

DSCP UP (802.11e)
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Wireless QoS

https://www.mobilitybrazil.com.br/?p=4657

Com o 802.11e (QoS over Wireless) – AP-to-Client

DSCP 46 - Voz

DSCP 0 - DadosDSCP 46 – Voz

UP (6)

Recebi aqui dois pacotes, sendo um de voz e outro de dados, como

o de dados está marcado com DSCP46 vou prioriza-lo na transmissão.

(Lembrando que o AP também aguarda sua vez antes de efetuar a transmissão, 

ou seja ele também efetuará a contagem com base na marcação)
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Wireless QoS - AVC

https://www.mobilitybrazil.com.br/?p=4657

Com o 802.11e (QoS over Wireless) – AP-to-Client

DSCP 0 – Voz (Microsoft Teams - MT)

DSCP 0 - DadosDSCP 46 – Voz (MT)

UP (6)

Recebi aqui dois pacotes, sendo dois deles com marcação de DSCP 0, no entanto

tem um deles que a aplicação e o microsoft teams, logo vou remarca-lo e prioriza-lo em minha transmissão

(Lembrando que o AP também aguarda sua vez antes de efetuar a transmissão, 

ou seja ele também efetuará a contagem com base na marcação)



© 2021  Cisco and/or its affiliates. All rights reserved.   Cisco Confidential 10

WLC – EDCA e AVC
• Ajustar o EDCA para Voice & Video ou Fastlane

• AVC
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2º Endpoint - Microsoft Teams - QoS

https://docs.microsoft.com/en-us/microsoftteams/qos-in-teams-clients
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Endpoint - Webex Teams - QoS
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Endpoint – Google Meeting - QoS

https://support.google.com/a/answer/1279090?hl=en#zippy=%2Cstep-set-up-outbound-ports-for-media-

traffic%2Cqos-best-practices
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Endpoint – Iphone - QoS
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Endpoint – Atualização de Driver e Priorização de 5 GHz

• Driver Recomendado – Dell – Latitude 3420

https://www.dell.com/support/home/pt-br/product-

support/product/latitude-14-3420-laptop/drivers

• Priorizar a conexão em 5 GHz
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3º – Project for Coverage vs Capacity

- Coverage

- Distance of a useable transmitted signal

- Capacity

- Number of devices utilizing X bandwidth concurrently

Coverage can be affected by:

- Antenna type, gain, user station capabilities

Capacity can be affected by:

- Client count, applications and bandwidth requirements, channel planning and channel 
width, coverage overlap
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4º - Capacity Design

“How many clients need how much bandwidth for which applications?” It depends !! Could be 30, or 60 or 100.

APs can logically support 512 client associations

Density

- Standard (20-45 clients per AP)

- High Density (45-75 devices per AP)

- Default assumption for design

- Very High Density (75-100 devices per AP)

- Auditorium, Gyms, Cafeterias

- Ultra High Density (100+ devices per AP)

- Stadiums, Arenas

Airtime Consumption

- Bandwidth required / bandwidth capability (i.e. 3Mbps streaming service / 70 Mbps device throughput = 4.2% 
consumption)

- AP is considered ‘maxed out’ at 80% airtime consumption (e.g. 80 / 4.2 = 20 clients per radio, or 40 clients per AP)

High Throughput - 25 clients is gold standard for higher MCS rates

VoWiFi - 20 clients at 12Mbps
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5º - Channel Design

3 Non-overlapping channels
25 Non-overlapping 20 MHz channels
12 Non-overlapping 40 MHz channels

Adjacent Channel Interference The overlap of frequency use by neighboring channels

Co-Channel Interference (CCI) The cross-talk of two APs using the same channel near each other

Question: What is the most common source of CCI?
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6º - Office Design
Primary Objectives

Coverage or Capacity Depends (typically capacity)

Signal (RSSI) Coverage -67 dBm

Capacity -65 dBm

SNR 25 (Minimum)

AP Distance 8~12 m

Clients per AP 40

Roaming Seamless

Data rate High

Other Reduce airtime consumption



Wi-Fi Design – Best Practices
❑ Office High Density Deployments (FRA feature – Highly Recommendable)

❑ For this kind of situation is better for us to use omnidirectional antennas, but adopt some strategies to 
reduce CCI and increase performance such as Dual 5 GHz APs (High Recommended), reduce tx power 
level and channel width, allowing  bettter experience

❑ It is highly recommended to prioritze 5 Ghz frequency in these environments and if the customer doesn’t 
have an Access Point with Dual 5 Ghz support (9120 / 9130), you could disable some radios in 2.4 Ghz to 
reduce CCI in this frequency as well

❑ Remember 2.4 Ghz has a wide range much better than 5 Ghz and disabling some radios with the correct 
planning will not generate more issues in the customer´s environment and probably will solve them

2.4 / 5 GHz

Dual 5 GHz

Without FRA With FRA

5 GHz Only



© 2021  Cisco and/or its affiliates. All rights reserved.   Cisco Confidential 21

Wi-Fi Design – Best Practices

❑ Triangular vs Linear Distribution

❑ Triangular

❑ It is considered a best practice

❑ Ensuring WI-FI coverage even some APs failing

❑ Avoid AP power level reduction by Tx Power Algorithm after have been deployed

❑ Less interference and better cell overlapping and less roaming issues

❑ Avoid coverage fails in strategic areas

❑ Better WI-FI devices distribution per AP

❑ Used for Location Services

❑ Linear

❑ It is not consider a best practice

❑ Fails of coverage in rooms because the APs are in the corridors

❑ When some AP fails the another will not cover the affected area

impacting Wi-Fi network

❑ Power level reduction by RRM and Tx Power algorithms because the

WLC will detect APs too close each other impacting some areas

❑ To maintain the coverage will be necessary to fix the AP power level

in higher values creating more CCI between cells impacting the

users, also the WLC will not perform your RRM and Tx power

algorithms to control channels and power level
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Wi-Fi Design – Best Practices
❑ Multi-Floor Deployments

❑ For multi-floor deployments we should avoid to leave the Access Points installed in the same position (aligned) 
between different floors because of interference, coverage and RRM issues

❑ Not Recommended Distribution ❑ Recommended Distribution
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7º - Roaming

- ROAMING IS PROPRIETARY AND DEVICE DEPENDENT

- Can be influenced by new standards (802.11k and 802.11v)

How roaming works:

1. Device determines if RSSI, noise level, error rates meet roaming thresholds (can be influenced by client roaming 
aggressiveness)

2. Device sends reassociation request to neighboring AP
Not ‘reassociating’ to AP, but to the SSID itself

3. Device sends disassociation to current AP
Is a notification, not a request

* Deauthentication will also force a disassociation to the AP

Primary vs. Secondary Coverage

Recommended to use 15-30% overlap of -70 dBm coverage cells

Primary - at least -70 dBm

Secondary - within 5 dBm

Note: It’s not actually possible to design based on perfectly measured overlap without active site survey

Fast Secure Roaming

Roaming handoff takes 700ms when using 802.1X 

(RADIUS)

VoWiFi requires 100-150ms handoff

802.11r defines FT, which reduces roam time
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Fast Transition (802.11r)
Traditional Authentication + Roaming (Reauth) Fast Transition
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Fast Transition (802.11r) – Supported Devices
Fast Transition – Support – Intel and Apple Devices

• FT not support with PSK SSIDs and Windows 10
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Fast Transition (802.11r) – Configuration
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8º - Operação da Rede Wi-Fi : Data Rates e Área de 
Cobertura 

❑ Data rates são os valores de conexão básica que todos os dispositivos devem suportar naquela célula

❑ Os data rates são valores que estão relacionados diretamente ao alcance da célula, controlando-as se serão mais 
compactas ou não

❑ Uma célula mais compacta irá performar mais, pois permitirá que apenas usuários com valores maiores de velocidade se 
conectem a ela; No entanto terá um alcance menor, pois dispositivos que estiverem distantes e não suportem tais 
velocidades, logo não se conectarão.

❑ Uma célula menos compacta irá performar menos, pois permitirá que dispositivos que estejam mais longes do AP possam
se conectar, impactando assim os demais que estejam mais próximos a este; Esta célula terá um alcance maior do que a 
anterior
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Operação da Rede Wi-Fi : Data Rates e Área de 
Cobertura 

- Criação de RF Profile e Customização

- RF Profile 1 

(6 Mbps Mandatory)

- RF Profile 2 

(36 Mbps Mandatory)
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9º - Erros Comuns e Recomendação

Instalação Correta Instalação IncorretaInstalação Atual

❑ É importante ter conhecimento do padrão de radiação do equipamento para realizar a instalação da forma correta
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Atualização Tecnológica
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Wi-Fi Evolution

31
1999

2003

2004

2009

2013

2019

11B

11G

11A/G

11N

11AC

11AX

High Efficiency

4x Capacity

IoT Scale

• Cellular like Determinism for 

high quality services

• Higher power efficiency to 

accelerate IoT adoption

• Extended outdoor range

• Better app. performance in 

high density deployments

• 20 years of constant evolution with faster speeds and 

density

• Shared spectrum in two bands 2.4 GHz and 5 GHz

Wi-Fi 1
Wi-Fi 2

Wi-Fi 3

Wi-Fi 4

Wi-Fi 5

Wi-Fi 6

11AX

Wi-Fi 6E
2021

New 6 GHz 

Band

• Multi-lane 

expressway 

for Wi-Fi

• More 

bandwidth

Date Rate: 600 Mbps (max)

40 MHz Channel Bonding

4x4 MIMO

64 QAM

Date Rate: 7 Gbps (max)

80, 160 MHz Channel Bonding

4 DL MU-MIMO 

256 QAM

Date Rate: 9.6 Gbps (max)

80, 160 MHz Channel Bonding

OFDMA, UL, DL MU-MIMO

1024 QAM

TWT

Date Rate: 54 Mbps (max)

20 MHz Channels

64 QAM

5 GHz BandDate Rate: 54 Mbps (max)

20 MHz Channels

64 QAM

2.4  GHz Band

Date Rate: 11 Mbps (max)

20 MHz

QPSK

2.4  GHz Band
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Wi-Fi 6/6E - Enhancements 

For your reference

Uplink and Downlink Orthogonal Frequency Division Multiple Access (OFDMA): Increases 

network efficiency and lowers latency for high demand environments

Multi-User Multiple Input Multiple Output (MU-MIMO): allows more data to be transferred at 

once and enables an access point to transmit to a larger number of concurrent clients at once

Parallel processing: enables greater capacity by allowing MU-MIMO and OFDMA to function in 

UPLINK and DOWNLINK mode

1024 Quadrature Amplitude Modulation Mode (1024-QAM): increases throughput in Wi-Fi 

devices by encoding more data in the same amount of spectrum

Target Wake Time (TWT): significantly improves battery life in Wi-Fi devices, such as Internet 

of Things (IoT) devices

Packet latency

improvements

Channel Reuse

With BSS Color

Parallel 

transmissions

Faster Speed more

Radios and 1024 QAM

Better Battery Life
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• Additional Spectrum

• 1200MHz (5.925 GHz to 7.125 GHz) in US

• 500 MHz (5.925 GHz to 6.425 GHz) in EU

• Wider Channels

• Clean RF

• No Slow Devices

• Security Upgrade

• 6 GHz WLAN Discovery

• Air Time Efficiency

BSS Coloring

t3 t7t6t5t1 t2 t4 t8

5
2

3

1

4

4

3

3

2

5

2

1

4

1
5

4
3

2

4

2
1

5
2

3

5

4

5

1

1

4

3

2

2

5

4

2
5

1

4

3

5

1024 QAM

OFDMA DL, UL MU-MIMO

TWT

802.11ax

Wi-Fi 6E
Wi-Fi 6 and 6GHz are friends
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6 GHz is the biggest Wi-Fi spectrum expansion ever

Band Channels Bandwidth

2.4 GHz

5 GHz

6 GHz

3 20 MHz

1 40 MHz

60 MHz of spectrum and 

3x 20-MHz channels

25 20 MHz

12 40 MHz 500 MHz of spectrum and 

25x 20-MHz channels
6 80 MHz

2 160 MHz

59 20 MHz

29 40 MHz

14 80 MHz

7 160 MHz

1200 MHz of 

spectrum and 

59x 20-MHz 

channels in US

500 MHz of 

spectrum in EU
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Wi-Fi 6E Security

Wi-Fi 6E up levels
security with WPA3 and 
OWE

WPA3 and Enhanced 
Open Security made 
mandatory for Wi-Fi 6E 
certification.

No backward 
compatibility with Open 
and WPA2 Security.

Requires Protected 
Management Frame 
(PMF) in both AP and 
Clients.
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Deploying and migrating to Wi-Fi 6E
Summary of recommendations, tips, and tricks

Migrating to 6 GHz

Top of mind: For brownfield, 1:1 

AP replacement. For greenfield, 

coverage area per AP is now 1500 

to 2000 sq ft / 110 to 185 sq m.

Power considerations

Recommendation: 

802.3bt (Cisco UPOE®) 

is the suggested 

power input.

Security requirements

Mandatory: 

WPA3 is required for Wi-Fi 6E 

networks to be enabled.

Wireless coverage

Recommendation: 

Use Ekahau and iBwave to analyze 

6-GHz AP coverage.

Legacy clients must still be 

considered. Shorter distance = Better 

data rate

802.3at (PoE+) and 802.3af 

(PoE) are also supported by the 

Catalyst and Meraki Wi-Fi6E APs.

The 9136 / MR57 are available on 

Ekahau; as well as a generic 6-

GHz AP.

WPA3 was not required for prior 

Wi-Fi generations; hence, it must 

be top of mind.

Spectrum considerations

Note: Wi-Fi 6E’s wider spectrum 

enables 80/160-MHz channel 

widths to be viable.

Multigigabit switching

Recommendation: Use a 

Multigigabit switch with 2.5/5Gbps 

capability.

Cisco DNA Center migration

Note: Use AP refresh workflow to 

replace existing APs managed by 

Cisco DNA Center.

WLAN considerations

Note: 8 Wi-Fi 6E SSIDs per AP 

can be created in Cisco IOS XE 

Release 17.7.1.

Increased spectrum provides better 

data rates with less co-channel 

interference.

Better user experiences with 

speeds beyond 1 Gbps on 

existing cabling

This differs from the 16 

SSIDs allowed for the 2.4- and 

5-GHz bands.

Access point refresh workflow 

can be found on Cisco DNA 

Center’s guide.

Will be raised to 16 SSIDs in a future release.
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One Product – Two Management Modes 

DNA Persona

C9800 & DNAC Stack

Meraki Persona

MR Dashboard Stack
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Cisco Wi-Fi 6E Portfolio

MR57 C9136

Common Platforms will have CW PIDs

MR and C series APs are not 

convertible

• 2x2 + 2x2 + 2x2

• 2.5 Gbps mGig

• Power Options: PoE, DC 

Power

• Scanning Radio

• IoT ready + Bluetooth 5.x

• Standard Bracket

CW9162

CW9164

CW9166

• 2x2, 4x4, 4x4

• 2.5 Gbps mGig

• Power Options: PoE, DC 

Power

• Scanning Radio

• IoT Ready + Bluetooth 5.x

• Standard Bracket

• 4x4 + 4x4, 4x4 (XOR 

5/6)

• 5 Gbps mGig

• Power Options: PoE, 

DC Power

• IoT ready + Bluetooth 

5.x

• Scanning Radio

• Environmental Sensor

• Common XOR 

Architecture

• Standard Bracket

• 4x4 + 4x4, 4x4 (XOR 

5/6)

• Dual 5 Gbps mGig with 

failover

• Power Options: PoE, 

DC Power

• IoT ready + Bluetooth 

5.x

• Scanning Radio

• XOR Architecture 

(High/Low band)

• Standard Bracket

• 4x4 + 8x8 + 4x4 or 

4x4+4x4+4x4+4x4

• Dual 5 Gbps mGig with 

failover

• Power Options: PoE, 

DC Power

• IoT ready + Bluetooth 

5.x

• Scanning Radio

• Environmental Sensor

• XOR Architecture 

(macro/meso)

• Standard Bracket
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Wi-Fi 6 & Wi-Fi 6E Co-Existence

CW9162(I)

CW9164(I)

CW9166(I)

MR57 C9136(I)

MR56

MR46(E)

MR44

MR36
MR36H

C9130(I &E)

C9120(I &E)

C9105

C9115(I &E)

C9105W

Wi-Fi 6 Wi-Fi 6Wi-Fi 6E
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Visualizando e entendendo
problemas no cenário da 
rede da empresa
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Simple & streamlined Network Automation

AI/ML Network Analytics

Proactive root cause analysis

Next Generation Wireless Stack

41

ISSU + Rolling AP Upgrade + Patching

Security (ETA, SDA, etc.)

Programmability

Device Vendor Partnership

Samsung and Apple Analytics

Cisco Aironet Active Sensor 

Turns data into Business Data

Verticalization of Services

Cloud First Strategy

Services

Network

Management

Wireless LAN

Controller

Access Points

Clients and

Sensors

Cisco DNA Center

Cisco DNA Spaces

RF ASICs, Power efficiency

Containerized software

IoT radio and Gateway
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Cisco DNA Center
Central network management system

Policy AssuranceDesignProvision

Physical and virtual infrastructure

Cisco and third party

Cisco DNA Center Appliance
Complete network 

management system

• Single pane of glass for all devices

• End-to-end health information in real time

• Granular visibility

• Simplified workflows

Automation for provisioning

• Zero-touch deployment

• Device lifecycle management

• Policy enforcement

Analytics for assurance 

• Verify intent of network settings

• Proactively resolve issues

• Reduce time spent troubleshooting

Platform for extensibility 

• Integrate APIs with third-party solutions

• Integrate and customize ServiceNow

• Evolve operational tools and processes

Cisco DNA Center
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Cisco Software-Defined Access (SD-Access)
Networking at the speed of software

Before SD-Access 

(Traditional Network)

• Manual Configuration (VLAN, 

Trunks,etc) using CLI for Wired and 

Wi-Fi Network

• No Automation

• VLANs per Floor / per Group

• STP Convergence

• Lack of Visibility

Step 2 - Trunk Configuration (CLI)

Step 3 - Switchport Configuration (CLI)

Step 1 - SVI Configuration (CLI)

STP Dependency (CLI)

Data Center

1st Floor 2nd Floor 3rd Floor

4th Floor 5th Floor 6th Floor

Software-

defined 

access

After SD-Access

• WLAN and LAN Automation and 

Config using DNA Center

• No VLAN Trunks

• No STP

• L3 Network (Fabric SDA)

• Visibility and Centralized Policy 

Management

Cisco DNA Center

AnalyticsPolicy Automation

Network 

Admin 

I need to add a new 

VLAN, so i will need to 

configure switch core, 

access switch, 

trunks,WLC, etc.....it will 

take a long time to 

deploy

Network 

Admin 

Let me access DNA 

Center and deploy this 

new network pool in 

some clicks for Wireless 

and Wired

Configure Switch by Switch
Step 1 – Select your config in DNA-C 

Step 2 – DNA Center will deploy

Step 3 – DNA Center sends

the result to the Admin

1st Floor 2nd Floor 3rd Floor

4th Floor 5th Floor 6th Floor
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Network Quality is a Complex, End-to-End Problem

* Both = Join/roam and quality/throughput

APs

Local WLCs

Network services DCOffice site

ISE

Mobile clients

CUCM

Client firmware

AP coverage

WAN Uplink usage End-User services

RF Noise/Interf.

Cisco Prime™

Configuration

AuthenticationWLC Capacity

WAN

Client density

Affects Join/Roam

Affects Quality/Throughput

Affects Both*

DHCP

Addressing

WAN QoS, Routing, ...

There are 100+ 

points of failure 

between user 

and app

What is the problem?

Where is the problem?

How can I fix the problem fast?
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Client Tracking
Track VIP clients and subscribe notifications about the tracked clients• Add Clients to tracked list

• Subscribe to client notifications

• Monitor tracked clients



Intel Analytics Overview

Provides Intel client model, driver version, 

coverage hole reporting, roaming, power type, etc.

Key Benefits: 

No need for client-side agent to provide data.

Background: 
• Intel Wi-Fi chipsets make up 90% of enterprise laptops. 
• Intel Analytics enables these clients to provide enhanced 

visibility for faster troubleshooting.

1. Identifying Bad Drivers   2. Validating New Drivers

3. Identifying Bad Hardware  4. Troubleshooting 

Roaming

5. Identifying Poor Connectivity

6. Identify misbehaving APs
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Integration with Microsoft Teams

Webex integration Available Today

MS Teams integration Next 

Release
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MS Teams – Application 360

Webex integration Available Today

MS Teams integration Next 

Release
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MS Teams – Client 360

Webex integration Available Today

MS Teams integration Next 

Release
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MS Teams – Client 360 Meetings

Webex integration Available Today

MS Teams integration Next 

Release
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MS Teams – Meeting Details

Webex integration Available Today

MS Teams integration Next 

Release
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3D maps integration with DNA Spaces/CMX

❖ Integration of DNA 

Spaces/CMX data to show 

clients on 3D maps

❖ Clients indicated by “Ball” icon

❖ Client details on to which AP it 

is connected and hyperlink to 

Client 360 for more details
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Multi-Floor Penetration

❖ Ability to Visualize energy penetration alongside Contributing floors

❖ Heatmap metrics shown for RSSI, SNR, Interference and Leakage
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Meraki - Rich Contextual alerts

Outcome-focused insights into issues
Wireless onboarding
High bandwidth usage
Application failures

Provide context, root cause and 
recommendations

Intuitive and easy to configure

Powered by smart thresholds
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Meraki guided troubleshooting
Solving problems from the Meraki cloud’s eye view

• Root causes analysis of issues 
affecting network and app performance

• Natural-language descriptions offer 
clear, concise diagnoses 

• Actionable recommendations 
accelerate resolution of issues

• Enriched with relevant context for 
added trust in the Dashboard diagnosis

• Fix sticky clients, detect coverage holes, 
identify VLAN misconfiguration, and 
more
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Meraki - Working with technology partners
Exclusive partnerships to provide greater visibility

+ +

Extended device info, including:

Device Type

OS version

Client network behavior details
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Visualizando e entendendo
problemas no cenário de 
trabalho híbrido
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What is Thousand Eyes?

● Gives customers visibility into both networks they own, 

and those they don’t own or control.  

● Measures the health and performance of applications 

and services while correlating that to the underlying 

networks responsible for delivering traffic to customers, 

employees and business partners. 

● Rapid identification of fault domain - mean time to 

innocence 

● Allows customers to collaborate uniquely with 

colleagues, partners and vendors to provide dynamic 

evidence to improve MTTR. 

● Provides multiple types of synthetic tests (DNS, 

Application, Network, Voice, BGP…), from different 

global vantage points.

○ Cloud - Outside in vantage point (ThousandEyes 

POPs)

○ Enterprise - Inside out/in vantage point 

(customer agent)

○ Endpoint - Last mile monitoring 

(laptop/workstation)

● SaaS platform - Rapid time to value, little overhead 

cost of ownership

● Open and flexible API for robust integration into 

customer workflows and platform/process ecosystems

At ThousandEyes - We empower enterprises to see, understand and improve digital experiences over the 

Internet.  We allow you to visualize any network as if it was your own, quickly surface actionable insights, 

and collaborate and solve problems with your partners.

Value Delivery
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App Experience
• Transaction scripting, page load

HTTP/DNS/RTP Server
• HTTP Availability, response time, 

throughput

Scope and Domain
• Geo, HTTP phase, errors 

Network Metrics
• Packet loss, latency, jitter

Path Visualization
• Hop-by-hop; multi-point; bidirectional
• Metrics and data per hop
• Integrated Outage Detection

BGP Monitoring
• Reachability, path changes, updates

Most Correlated Visibility In One View

8

3
93

5

4

6

8

6

Time Correlated
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Customer 

Digital Experience

Employee 

Digital ExperienceModern WAN

The ThousandEyes Platform

Scale Out – Collective – Algorithmic

Dashboards Visualizations Reports & Alerts APIs & Integrations

180+ Cities Around the World

Cloud Agent

External Vantage Points

ISP | Broadband | Cloud Provider

Endpoint 
AgentEnd-user Experience

End-User Laptops and Desktops

Apple  |  Microsoft

Enterprise Agent

Internal Vantage Points

Enterprise Data Centers, Branch Offices & VPCs

Cisco  |  Docker  |  JNPR |  Linux |  MSFT  |  VMW




