
How to configure a VPN tunnel that routes all traffic to the Remote Gateway 
 
This shows how to set up a VPN tunnel between an RV042 (branch site) and 
RV082 (central site) and make sure all the traffic originating from branch site 
would be directed over the IPsec tunnel to the central site. 
 
RV042 with WAN1 = 50.50.50.2 
RV082 with WAN1 = 10.10.10.2 
 

RV042 Configuration 

 

The RV042 is connected to the network. 

 

 
 

The VPN tunnel Configuration from this branch office to the Central Office. 

The Remote Group Setup can be set to all zero’s to specify ALL traffic to route over the 

tunnel to that other Router, which in my case is an RV082 with WAN IP 10.10.10.2. 

 



 
 



RV082 Configuration 

This router has dual WAN, but the tunnel is over WAN1 so ignore the WAN2 for this 

example.  WAN1 = 10.10.10.2 

 



 
 

Set the Local Group to all Zero’s on the tunnel to the RV042 



 
 

 

Then add the subnet of the RV042 to the RV082 (Multiple Subnet): 



 
 

Verify Tunnel is up: 

RV082 side: 



 
 

RV042 side 

(This router was previously used in a full mesh network, but I disabled those tunnels to 

avoid routing ambiguity) 

 
 

With the PC Client plugged into RV082, ping the DGW of the interface of WAN2 on the 

RV082 all traffic should not travel over the tunnel to RV082 and use its WAN interface. 


