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About This Guide

This guide provides design considerations and guidelines for deploying
Polycom Unified Communications for Cisco Unified Communications
Manager.

This guide is intended to assist administrators with integration of Polycom
H.323, SIP-based, or telepresence devices with Cisco Unified Communications
Manager, previously called Call Manager.

Related Documentation

Required Skills

Polycom, Inc.

Please refer to the product documentation for the appropriate Polycom
product for detailed documentation. You can find Polycom product
documentation online at http://www.support.polycom.com.

Refer to the Cisco Unified Communications Manager Documentation Guide which
is found on http://www.cisco.com.

Integrating Polycom infrastructure and endpoints with the Cisco Unified
Communications Manager requires planning and elementary knowledge of
Polycom video conferencing and video conferencing administration.

Polycom assumes the readers of this guide have a basic understanding of
H.323, SIP, TIP, Cisco Unified Communications Manager and Polycom device
concepts. Users should also be comfortable with navigating and configuring
Cisco Unified Communications Manager as well as Cisco 10S (Internetwork
Operating System)-based devices.

Users should have knowledge of the following third-party products:
= Cisco video and voice endpoints
= Cisco 10S Gatekeeper

= Cisco Unified Communications Manager


http://support.polycom.com
http://www.cisco.com

Polycom Unified Communications for Cisco Unified Communications Manager Environments

Polycom Solution Support Services

Polycom Implementation and Maintenance services provide support for
Polycom solution components only. Additional services for supported
third-party Unified Communications (UC) environments integrated with
Polycom solutions are available from Polycom Global Services, and its
certified partners, to help customers successfully design, deploy, optimize and
manage Polycom unified communication within their third-party
environments.

Please see
http://www.polycom.com/services/professional_services/index.html or
contact your local Polycom representative for more information.

2 Polycom, Inc.
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Polycom Unified Communications
with Cisco Interoperability

Polycom’s integrated suite of hardware devices and software applications
allows you to integrate high-quality video and audio communications across
Cisco® platforms.

Specifically, the Polycom video infrastructure allows you to integrate with
Cisco Unified Communications Manager infrastructure to enable common
dial plans between Polycom and Cisco Unified IP phones or video endpoints,
as well as take advantage of the Cisco Unified Communications Manager
monitoring capabilities.

The Polycom HDX system is the first HD video device to carry a “Cisco
Compatible” logo and ensures that Polycom customers can natively deploy
Polycom HDX systems within a Cisco environment, taking advantage of Cisco
Unified Communications Manager’s bandwidth management, call processing,
and provisioning capabilities.

Supported Deployment Models

Polycom, Inc.

Polycom supports the following deployment models when integrating
Polycom Unified Communications with the Cisco Unified Communications
Manager.

“Direct Registration of Polycom Endpoints with the Cisco Unified
Communications Manager” on page 4

= “Direct Registration of Polycom Telepresence Endpoints with the Cisco
Unified Communications Manager” on page 4

= “Neighbored Gatekeepers” on page 4
= “Standalone Polycom CMA System as a Gatekeeper” on page 4

= “Standalone Cisco 10S Gatekeeper” on page 5



Polycom Unified Communications for Cisco Unified Communications Manager Environments

Direct Registration of Polycom Endpoints with the Cisco Unified
Communications Manager

When you register your Polycom endpoints directly with Cisco Unified
Communications Manager, you have a single source for call admission control
and bandwidth management. Cisco endpoints can also use telephone
functions like hold, transfer and so on when on calls with Polycom endpoints.

This deployment model can also be used in conjunction with other
deployment models in this guide.

For deployment details, see “Direct Registration of Polycom Systems with the
Cisco Unified Communications Manager” on page 7.

Direct Registration of Polycom Telepresence Endpoints with the Cisco Unified
Communications Manager

When you register your Polycom telepresence endpoints directly with Cisco
Unified Communications Manager, you have a single source for call
admission control and bandwidth management. Cisco endpoints can also use
telephone functions like hold, transfer and so on when on calls with Polycom
endpoints.

When Polycom telepresence and video endpoints have the TIP option key
installed, they can participate in calls with Cisco CTS endpoints.

For deployment details, see “Direct Registration of Polycom Telepresence
Systems with the Cisco Unified Communications Manager” on page 29.

Neighbored Gatekeepers

Consider neighboring gatekeepers if you are integrating an existing Cisco
environment with an existing Polycom network. Neighbored gatekeepers
make it easier to create acommon dial plan. With neighbored gatekeepers, you
can do number translation and maintain your existing environments.

For deployment details, see “Neighbored Cisco 10S and Polycom CMA
Gatekeepers” on page 65.

Standalone Polycom CMA System as a Gatekeeper

When you register your Polycom components with Polycom CMA system,
bandwidth and call admission control is split between the CMA system and
Cisco Unified Communications Manager. Polycom CMA system fully
manages your Polycom components and you can take advantage of CMA
provisioning with dynamic management.

For deployment details, see “Using a Polycom CMA System as a Gatekeeper”
on page 87.

Polycom, Inc.



Polycom Unified Communications with Cisco Interoperability

Standalone Cisco 10S Gatekeeper

Polycom, Inc.

You can use the Cisco 10S Gatekeeper as the only gatekeeper for your
deployment if you do not need the management capabilities of the Polycom
CMA system.

In this deployment model, the Cisco Unified Videoconferencing MCU is
supported along with Polycom H.323 devices, such as the Polycom RMX
system.

For deployment details, see “Using a Standalone Cisco 10S Gatekeeper” on
page 97.
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Direct Registration of Polycom
Systems with the Cisco Unified
Communications Manager

When you register your Polycom endpoints directly with Cisco Unified
Communications Manager, you have a single source for call admission control
and bandwidth management. You can also take advantage of telephone
functions like hold, transfer and so on.

This deployment model can also be used in conjunction with other
deployment models in this guide.

Polycom endpoints can be registered with the Cisco Unified Communications
Manager and the Polycom CMA system simultaneously. See “Neighbored
Cisco 10S and Polycom CMA Gatekeepers” on page 65 or “Using a Polycom
CMA System as a Gatekeeper” on page 87 for more information on using a
CMA system.

Deployment Model Advantages

Registering Polycom video and voice endpoints with the Cisco Unified
Communications Manager allows you to easily integrate Polycom products
within a Cisco deployment without additional network management
overhead.

Polycom voice and video endpoints can take advantage of telephone functions
like hold, transfer and so on when SIP-enabled and registered with the Cisco
Unified Communications Manager.

Polycom, Inc. 7



Polycom Unified Communications for Cisco Unified Communications Manager Environments

Supported Products

Polycom has tested its most recent product versions with the following Cisco
products.

Table 2-1  Matrix for supported current Polycom products with Cisco components.

Cisco Version(s)
Cisco Unified Communications Manager 8.0, 8.5
Cisco Unified Videoconferencing 5230 7.X
Cisco Unified Presence 8.X
Unified Contact Center Express 8.x
Cisco IP Communicator 7.X
Cisco Unified Personal Communicator 8.x
Cisco Unified Video Advantage 2.2(x)
Cisco Unified IP Phones: 7960, 7961, 7962, 7965, 7975,
7985, 9971
Polycom Version(s)
RMX 1500/2000/4000 systems V7.6
MPMx card
required for TIP
support.
HDX system (all models) v3.0.4
Polycom Touch Control 1.4.0
Spectralink wireless phones 8020/8030
Polycom VVX 1500 v4.0
Polycom VVX 1500 C v3.3.1

KIRK Wireless Server 300/6000/2500/8000

8 Polycom, Inc.



Direct Registration of Polycom Systems with the Cisco Unified Communications Manager

Deployment Architecture

Figure 2-1 shows the reference architecture for this deployment model.

Figure 2-1  Architecture when Polycom devices are directly registered to Cisco
Unified Communications Manager
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Device Licensing

Device license units are assigned to each device connected to Cisco Unified
Communications Manager. Each device is assigned a unit number based on
the type and capabilities of the device. Devices with more complex and
high-end capabilities are assigned a higher number of units compared to
devices with basic capabilities. For more information, see your Cisco

documentation.

Polycom, Inc.



Polycom Unified Communications for Cisco Unified Communications Manager Environments

Table 2-2  Required Device License Units.

Polycom Device

Required Device
License Units

Polycom HDX System Six(6)
Polycom VVX System Six(6)
Spectralink 8020/8030 wireless telephones Three(3)
KIRK Wireless Server 300/6000/2500/8000 Three(3)

Polycom, Inc.



Direct Registration of Polycom Systems with the Cisco Unified Communications Manager

Registering a Polycom HDX system with Cisco Unified
Communications Manager

To register the Polycom HDX system with the Cisco Unified Communication
Manager, you need to perform steps in both the Cisco Unified
Communications Manager and the Polycom HDX system.

For more information about the Cisco Unified Communications Manager, see
the Cisco Unified Communications Manager Documentation Guide (
http://www.cisco.com/en/US/docs/viscerotome/cucm/docguide/8 5 1/
dg851.html)

For more information about Polycom HDX systems, see the Administrator’s
Guide for HDX Systems.

Configuring the Cisco Unified Communications Manager

Polycom, Inc.

Note

Use the Cisco Unified Communications web administrator to perform the
following tasks:

= “Configure Security Settings” on page 12
e “Addan HDX System User” on page 14
e “Add a Device Entry” on page 15

Cisco Unified Communications Manager Considerations

< Location settings should allow for video bandwidth when integrating
Polycom video endpoints and infrastructure.

< Region settings should allow for a minimum of 256k video bandwidth
(region settings should match the Polycom HDX system maximum call
rate).

< Region settings should allow for a G.722 audio protocol for the best audio
experience.

< Each Polycom HDX system requires six Device License Units.

< The Polycom HDX system should be added to a device pool in which the
Media Resource Group List does not contain MTP resources.

Due to the nature of out-of-band DTMF signalling, Cisco Unified Communications
Manager will sometimes insert Media Termination Point Resources (MTP) in a call.
This will prevent video on the Polycom HDX system from operating correctly. This is
most common on H.323 and SIP trunk calls. To prevent this from occurring, the
MTP resources should be removed from any Media Resource Groups and Media
Resource Group Lists that would be used in the trunked calls.

11
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Polycom Unified Communications for Cisco Unified Communications Manager Environments

Task 1: Configure Security Settings

You need to create a Phone Security Profile for your HDX systems to use. If
you want to create a secure profile, you can choose to enable digest
authentication to secure the Polycom HDX system’s connection to Cisco
Unified Communications Manager.

To configure security settings:

1 Log into the Cisco Unified Communications Manager console.
2 Select System > Security Profile > Phone Security Profile.

3 Select Add New.
4

Select a Phone Security Profile Type. Select Third-party SIP Device
(Advanced) and click Next.

» het

Status

@ Status: Ready

Lelect the type of device profile vou would like to create

Phane Secunty Profie Tyoe™ | SR e N -

s

= | Hext

® *. indicates required item.
5 On Phone Security Profile Information page, complete the following
fields:
a Inthe Nametext box, enter a profile name for the system.
b Inthe Description field, enter a description for the security profile.

¢ If you want to use digest authentication (recommended), mark the
Enabled Digest Authentication check box. When you use digest
authentication, a valid login password is required.

12 Polycom, Inc.



Direct Registration of Polycom Systems with the Cisco Unified Communications Manager

d Select the default values for all other fields. This example uses digest
authentication.

Phome: Securily Prolile Configuration

E Bl

— Slalus

® Snalus; Ready

= Phone Securily Prolile Inlermalion

Praduct Type: Third-party SIF Device [Advanced)
Device Protecel: 319
Name®

Palyeem Securdy Bralile
Descrmtion securiry prafile for Palycom deviees

Nenee validity Time* [oqq

Transpart Type™ TCE+UDE "

¥l Enalde Chpest Awthenbication

Parameters used in Phone
SIP Phone Port™ (20

Save

@ k. mdicates required bem,

6 Click the Save button.

In the status bar near the top of the page, Update Successful appears.

Polycom, Inc. 13



Polycom Unified Communications for Cisco Unified Communications Manager Environments

Task 2: Add an HDX System User

If you cannot add a user here, your system may be LDAP integrated. If that is
the case, you can use an existing user ID (essentially associating the endpoint
to an existing user) or have your LDAP administrator create a new user ID for
the Polycom endpoint.

To add an HDX system user:
1 Select User Management > End User.
2 Click Add New.

The following screen appears.

End Useer Conliguralion

LJS-I-'-I!

= Status

@ Sratus! Ready

— lser Inlarmalion

User 1ID* MO

Fassaord T T R
corfirm Fasgward EEEEE RS R

FIN

Cenfirm FIN

Lagt mama® B

Middle mame

First name

Talaphers Humber

Mail [T

Manager User 1D

Diepartment

User Locale & NEnE > W
Assocated P
Digest Credersials srssesrasnesesrsenrnnnnnnnns

Sorifirm Digest Credentislt | saissssssessassssansssansanas

3 Complete the required fields.

a Ifyou are not using digest authentication, leave the Digest Credentials
fields blank.

b If you are using digest authentication, enter the Digest Credentials
(password) for the Polycom system.

This is the same password that will be used by the system to access
the web interface.

4 Click the Save button.

In the status bar near the top of the page, Update Successful appears.

14 Polycom, Inc.
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Direct Registration of Polycom Systems with the Cisco Unified Communications Manager

Task 3: Add a Device Entry

To add a device entry

1
2
3

Select Device > Phone.

Clic

k Add New.

Select Third-party SIP Device (Advanced), then click Next.

The

following screen appears. The data shown in this section is shown as

an example.

Device Infermatian

MaC Address®
Sesirpban

Device Facl™

DR msh e ™| iew Cetails
Cammen Device Conhguraticn = Hens W e Detaily
o Template* Thirgd-pamy SIF Devies (Advanced] |
Common Phane Frofile * Srandard Commen Prome Profile w
Caling Search Space T "
aaR Calling Search Space < NonE > =
Media Resounce Group List T— o
Location® LEE-WASSMingtar e
AMR Groug = Nene = w
Device Mobility Mode® Default o Wigw Cuergrt Davicg ko kility Sagting
Owner User 10 < Home 3 -
Use Trusted Relay Poing® Sefaule "
Always Use Primg Ling® Sefault e
always Use Prime Line for Voice Message” | pnafsulr »
Calng Party Trangformation C55 £ NEAE w
Gealecatsan — =
[l use oevice Caling Farty Trangformaticn C55
<) Retry Video Call a3 Awde

COremeze Device

a

In the MAC Address text box, enter the MAC Address of the HDX
system.

(Optional) In the Description text box, enter a description.

From the Device Poal list, select the device pool appropriate for your
Cisco Unified Communications Manager system video devices.

From the Phone Button Template list, select Third-party SIP Device
(Advanced).

(Optional) From the Calling Search Space list, select an appropriate
calling search space for the HDX system.

From the Location list, select an appropriate location for the HDX
system. This location should contain video bandwidth. See “Cisco
Unified Communications Manager Considerations” on page 11.

15
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4 Scroll to the Protocol Specific Information section.

5

6

Protocol Specific Information
Presence Group™® |Etandard Fresence group v|

MTP Preferred Criginating Codec®

Device Security Profile® |F'-:I'_f-c-:m Security Profile V|
Rerouting Calling Search Space | < None = V|
SUBSCRIEE Calling Search Space| < None = V|
SIF Profile* [ Standard SIP Profile v
Digest User [HDx®1 v

[ media Termination Faint Required

[Junattended Port

|l Require DTMF Reception

a From the Device Security Profilelist, select the profile created in
“Configure Security Settings” on page 12.

b In the SIP Profile field, select Standard SIP Profile.

¢ IntheDigest User field, select the user created in “Add an HDX System
User” on page 14.

Click Save.

In the status bar near the top of the page, an Update Successful message
appears.

After you have saved the new device, the Association Information section
is displayed.

In the Association Information section, click Line [1] - Add a new DN.

— &ssnciation Infarmation — Phone Type
Product Type:  Third-party SIP Devics [Advsnced)

Device Prafocal: R1F

# Indormation

Polycom, Inc.



Direct Registration of Polycom Systems with the Cisco Unified Communications Manager

7 Complete the following required fields:
a Inthe Directory Number field, enter the phone’s extension number.

b In the Route Partition field, choose the appropriate value.

[
| Directory Number Configuration
=E=

Ltatus

‘ @ Status: Ready

Directory Number Information
Dhractory Murm bar¥ 2041

Raule Partition Tnternal it
Descriptian Palycem HOXO0D1
Alerting Marne Palyrenm HOXO0]

ASCIT Alerting Name Palycom HORKOOL

¥| Artive

8 Click Save.

In the status bar near the top of the page, an Update Successful message
appears.

9 Reset the Polycom HDX system in Cisco Unified Communications
Manager.

Register Polycom HDX System with the Cisco Unified Communications
Manager

When an Polycom endpoint is registered with a Cisco Unified
Communications Manager, the endpoint can make calls to Cisco endpoints
that are also registered to the Cisco Unified Communications Manager.

To register an HDX or ITP system with the Cisco Unified Communications
Manager

1 Open abrowser window and in the Address field enter the Polycom
HDX system IP address or host name.

2 Goto Admin Settings > Network > IP Network and select SIP.

Polycom, Inc. 17
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3 Configure the settings in the SIP Settings section of the IP Network

screen. For guidance, see Table 2-3.

Riseneral settings IP Network
B Enabla SIF =
TP Matwork
3l Preferene BIF Server Confguritan Spacify &
Metwerk Dialing Rt Sanr 10.223.11.4
Call Spoeds Py el 10.223.11.45
Martars Teanspol Proface TCEF |
Caneras Ciomain Mams
Auded Sertings Liggrklama 2011
Falyoam Towdh Control Domain Liger Mlama HOX]
LAM Progeries Password
vGlobal Saracas Dipcton
FToals Micrggan Lync Sanr 2070
Table 2-3  SIP Settings fields and their
descriptions.
Settings Description
Enable SIP Mark this check box to enable the HDX system to

receive and make SIP calls.

Registrar Server

Specify the IP address of the Cisco Unified
Communications Manager.

If you leave this field blank, the Proxy Server is used.

Proxy Server

Specify the IP address of the SIP Proxy Server. If you
leave this field blank, the Registrar Server is used. If you
leave both fields blank, no Proxy Server is used.

By default for TCP, the SIP signaling is sent to port 5060
on the proxy server.

The syntax used for this field is the same as for the SIP
Registrar Server field.

Transport Protocol

The SIP network infrastructure in which your Polycom
HDX system is operating determines which protocol is
required.

For Cisco environments, select either Auto or TCP.

Domain Name

For Cisco envirionments, leave this field blank.

Polycom, Inc.
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Settings Description

User Name Specify the system’s SIP name. This is the SIP URI.
Set this to the directory number you assigned to the HDX
system.

Password When enabled, allows you to specify and confirm a new

password that authenticates the system to the SIP
Registrar Server.

If using Digest Authentication, mark the Password check
box and set the password to the Digest Credentials
password you set for the Cisco Unified Communications
user you created for this HDX system.

Directory: Specifies whether the SIP Registrar Server is a Lync
Microsoft Lync Server.
Server For Cisco environments, leave this check box unmarked.

4 Click Update.

Registering a Polycom VVX with Cisco Unified
Communications Manager

For detailed instructions on registering a Polycom VVX with Cisco Unified
Communications Manager, see the Deployment Guide for the Polycom® VVX™
C Business Media Phone for Cisco® Unified Communications Manager (SIP)
available on http://support.polycom.com.

Register a Spectralink Phone with Cisco Unified
Communications Manager

To register a Spectralink phone with the Cisco Unified Communication
Manager, you need to perform steps in both the Cisco Unified
Communications Manager and the Spectralink phone.

Configure the Cisco Unified Communications Manager

Use the Cisco Unified Communications web administrator to perform the
following tasks.

= “Configure Security Settings” on page 20
= “Add an Spectralink Phone User” on page 22

Polycom, Inc. 19
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= “Add a Device Entry” on page 23
Task 1: Configure Security Settings

To configure security settings:

1 Log into the Cisco Unified Communications Manager console.
2 Select System > Security Profile > Phone Security Profile.

3 Select Add New.
4

Select a Phone Security Profile Type. Select Third-party SIP Device
(Advanced) and click Next.

’ het

Status

@ Status: Ready

Lelect the type of device profile vou would like to create

Phane Secunty Profie Tyoe™ | SR e N -

s

= | Hext

® *. indicates required item.
5 On Phone Security Profile Information page, complete the following
fields:
a Inthe Nametext box, enter a profile name for the system.
b Inthe Description field, enter a description for the security profile.

¢ If you want to use digest authentication (recommended), mark the
Enabled Digest Authentication check box. When you use digest
authentication, a valid login password is required.
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d Select the default values for all other fields. This example uses digest
authentication.

Phome: Securily Prolile Configuration

E Bl

— Slalus

® Snalus; Ready

= Phone Securily Prolile Inlermalion

Praduct Type: Third-party SIF Device [Advanced)
Device Protecel: 319
Name®

Palyeem Securdy Bralile
Descrmtion securiry prafile for Palycom deviees

Nenee validity Time* [oqq

Transpart Type™ TCE+UDE "

¥l Enalde Chpest Awthenbication

Parameters used in Phone
SIP Phone Port™ (20

Save

@ k. mdicates required bem,

6 Click the Save button.

In the status bar near the top of the page, Update Successful appears.
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Task 2: Add an Spectralink Phone User

If you cannot add a user here, your system may be LDAP integrated. If that is
the case, you can use an existing user ID (essentially associating the endpoint
to an existing user) or have your LDAP administrator create a new user ID for
the Polycom endpoint.

To add an Spectralink phone user:
1 Select User Management > End User.
2 Click Add New.

The following screen appears.

— User Information

*
User ID 8015551212
Faszword Ty
Caonfirm Password T

FIN

Caonfirm PIN

Last name* Smith
Middle name

First name

Telephone Number

Mail 1D

Manager User ID

Cepartment

User Locale < None > v
Associated PC

Digest Credentials P,

Confirm Digest Credentials [yqee

a Inthe User ID field, use the phone number for the phone.

b For the Password field, the password must be five digits.

¢ Inthe Last Name text box, enter a last name.

d Inthe Digest Credentials text box, use the phone’s extension number.

e Inthe Confirm Digest Credentials text box, enter the same value that
you entered in the previous step.

3 Click the Save button.

In the status bar near the top of the page, Update Successful appears.
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Task 3: Add a Device Entry

To add a device entry

1
2
3

Select Device > Phone.
Click Add New.
Select Third-party SIP Device (Basic), then click Next.
The following screen appears.
= Oeuice Infarmation
M
DREEARHER
Device Fool® - hst Galastad - b wDslals
Comman Deviee Cenfiguraben < Hone > | yiew Details
ot Button Termplabe® - Wok Selecied == »
Camimen Mg Profile™ Standard Commea Fhone Frofile 24
Caling Senrch Gpace « Nane » il
AA% Caling Search Space < Hone > »
Medis Resource Group List £ Nans 5 »
Locatsan " tuk_Mane *
BAR Frong « None > »
Devaze Mobilty Mods® Default = =] g ge H
Swnar Lgar 1D u Nong bt
use Trusted Relay Point® Cmfaul »
Always Use Frime Line* Cafaul »
Always Use Prime Ling for Vioice Message” | Gefauk -
Calling Farty Trarsformaton C35 = Hone & -
Geplecation w Nong » et
[l s Cavics Bosl Caling Bty Trantfomation CE8
Clrgnore Presentete Indwators [rbermel calls anly)

[¥] Laged [m2n Humt Greup

[l Aemote Cevice

a Inthe MAC Addresstext box, enter the MAC Address of the phone.

b (Optional) In the Description text box, enter a description.

¢ From the Device Pool list, select the device pool appropriate for your
Cisco Unified Communications Manager system video devices.

d From the Phone Button Template list, select Third-party SIP Device

(Advanced).

e (Optional) From the Calling Search Space list, select an appropriate
calling search space for the phone.

f  From the Location list, select an appropriate location for the phone
system. This location should contain audio bandwidth, “Cisco Unified
Communications Manager Considerations” on page 11.
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4 Scroll to the Protocol Specific Information section.

Protocol Specific Information

Presence Group® Standard Presence group

MTF Freferred Originating Codec*®

Device Security Profile Paolycom Security Profile

Rerouting Calling Search Space < None =

SUBSCRIEBE Calling Search Space

SIP Profile®

< MNone =

Standard SIP Profile
Digest User HDX1
[Media Termination Point Required
DUnattended Port

O Require DTMF Reception

£ =] £ £

a From the Device Security Profilelist, select the profile created in

“Configure Security Settings” on page 12.

b In the SIP Profile field, select Standard SIP Profile.

¢ Inthe Digest User field, select the user created in “Add an Spectralink

Phone User” on page 22.
5 Click Save.

6 Inthe Association Information section, click Line [1] - Add a new DN.

— Assaciation Infarmation

— Phone Type

Device Prafocal: R1F

Indormation

7 Complete the following required fields:

Product Type:  Third-party SIP Devics [Advsnced)

a Inthe Directory Number field, enter the phone’s extension number.
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b Inthe Route Partition field, choose the appropriate value.

[
Directory Number Configuration

B Save

Ltatus

@ Status: Ready

Directory Number Information
Dhrackory Murnber* 2041

Raube Partition Tnberial ot

Descriptian Palycem HOXO01

Alerting Narve Palycem HOXO01

ASCIHT Alerting NAME poecr HOXODL

J:Arﬂwn

8 Click Save.

In the status bar near the top of the page, an Update Successful message
appears.
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Task 4: Associate the Phone with the User You Created

You need to associate the phone (device entry) with the user you created.

To associate the phone with a user:
1 Select User Management > End User.
2 Navigate to the user you created (the user name is the phone number).

3 Inthe Device Associations area, click Device Association.

Dewice Adooialinng

Cantszllad Dévicas

'Et'\!lﬂ! Assaciabian

4

4 Navigate to the directory number you created by selecting Directory
Number as a filter and typing the phone extension in the text box.

5 Inthe User Device Association list, mark the check box next to the phone
you created.

6 Click Save/Selected Changes.

Configure Your Spectralink Phone

You need to add a SIP configuration file to the TFTP server that specifies the
Cisco Unified Communications Manager is the proxy server for this phone.

For complete instructions, see the Spectralink documentation.

Registering a KIRK Wireless Server

For detailed instructions on registering a KIRK Wireless Server with Cisco
Unified Communications Manager, see the Using Polycom® KIRK® Wireless
Server 300 or 600 with Cisco® Unified Communications Manager available on
http://www.polycom.com.
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Configuring the Polycom RMX System to Route Calls to the
Cisco Unified Communications Manager

Polycom, Inc.

You can configure your Polycom RMX system to route calls to the Cisco
Unified Communications Manager.

Call Routing with the Polycom RMX System

If your deployment does not include a DMA system, you heed to configure the
RMX system to route calls to the Cisco Unified Communications Manager in
order to support outgoing calls to Cisco endpoints.

Call Routing with the Polycom DMA System

If your deployment includes a Polycom DMA system, you can configure the
DMA system as a SIP peer to the Cisco Unified Communications Manager to
ensure that incoming SIP/TIP calls can be routed to the RMX system. See
“Configuring a DMA SIP Trunk on Cisco Unified Communications Manager”
on page 55.

When you use a DMA system, you can also configure the DMA system to
route calls to the Cisco Unified Communications Manager.

Task 1: Configuring RMX to statically route outbound SIP calls to
the Cisco Unified Communications Manager

1 Inthe IP Network Services Properties dialog box, click the SIP Servers
tab.

In the SIP Server field, select Specify.
In the SIP Server Type field, select Generic.
Set Refresh Registration every 3600 seconds.

If not selected by default, change the Transport Type to TCP.

o 0 b WDN

In the SIP Servers table:

a EntertheIP address of the Cisco Unified Communications Manager in
both the Server IP Address or Name and Server Domain Name fields.

b The Port field must be set to it’s default value: 5060. The Cisco Unified
Communications Manager uses this port number by default.

7 Inthe Outbound Proxy Servers table:

a Enter the IP address in the Server IP Address or Name field. (The
same value as entered in Step 6a.)

b The Port field must be set to its default value: 5060. (By default, the
Outbound Proxy Server is the same as the SIP Server.)
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8

9

If your RMX system also supports H.323 calls, you need to configure the
RMX system’s H.323 Service to register with a gatekeeper.

For more information see the RMX Administrator’s Guide.

Assign the New Profile to the Meeting Room. For more information see
the RMX Administrator’s Guide, “Creating a New Meeting Room”? .

Task 2: Configuring an RMX Ad Hoc Entry Queue or Meeting
Rooms (if DMA system is not used)

If your deployment does not include a DMA system, you need to configure an
Ad Hoc Entry Queue or meeting rooms on the RMX system. Be sure to use a
conference profile that is TIP enabled.

To create an Ad Hoc Entry Queue

1

Create or select the Entry Queue as described in the RMX Administrator’s
Guide, “Entry Queues”.

In the New Entry Queue or Entry Queue Properties dialog box, ensure
that Ad Hoc is selected.

Ensure that the Entry Queue is designated as the Transit Entry Queue as
described in the RMX Administrator’s Guide, “Setting a Transit Entry
Queue”.

To create a meeting room

For more information see the RMX Administrator’s Guide, “Creating a New
Meeting Room”.

Supporting Telepresence Calls with the RMX System

If your deployment requires the RMX to host telepresence calls that include
Cisco endpoints, you need to configure your RMX system for TIP.

See “Configuring the Polycom RMX System to Support TIP Calls” on page 45.
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Direct Registration of Polycom
Telepresence Systems with the Cisco
Unified Communications Manager

When you register your Polycom systems directly with Cisco Unified
Communications Manager, you have a single source for call admission control
and bandwidth management. You can also take advantage of telephone
functions like hold, transfer and so on.

When Polycom telepresence and video endpoints have the TIP option key
installed, they can participate in direct, point-to-point calls with Cisco CTS
endpoints.

You can also configure your Polycom RMX system to host multipoint
conference calls that include Cisco telepresence endpoints.

Polycom telepresence endpoints can also participate in multipoint calls hosted
by the Cisco Telepresence Server

Deployment Model Advantages

Polycom, Inc.

Within an enterprise with a mixture of telepresence equipment, Polycom HDX
and ITP systems are able make and receive calls to and from Cisco CTS
endpoints.

Registering Polycom video and telepresence endpoints with the Cisco Unified
Communications Manager allows you to easily integrate Polycom
telepresence endpoints within a Cisco deployment without additional
network management overhead.

Polycom endpoints can also participate in multipoint calls hosted by either an
RMX system or a Cisco TelePresence Server.
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Supported Products
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Polycom supports the following telepresence devices for direct registration

with Cisco Unified Communications Manager.

Polycom has tested its most recent product versions with the following Cisco

products.

Table 3-1  Matrix for supported current Polycom products with Cisco components.

Cisco Version(s)
Cisco Unified Communications Manager 8.5

Cisco Unified Videoconferencing 7.2

Cisco TelePresence Server 2.2

Cisco TelePresence Video Communications x6.1
Server

Cisco TelePresence System 1.7

Cisco TelePresence Multipoint Switch 1.7.2
Cisco Unified Border Element 15.1T
Polycom Version(s)
Polycom RMX systems V7.6

MPMx card required for TIP
support.

The following Polycom Immersive
Telepresence Systems:

¢ RPX 200 and 400 systems
e OTX 300 system

¢  TPXHD 306 system

¢ ATX HD 300 system

v3.0.4
Requires TIP option key.

Requires Polycom Touch
Control.

Polycom DMA system v4.0
Polycom Multipoint Layout Application v3.0.3
The following Polycom HDX system models: v3.0.4

¢ 7000HD RevC
e« 8000 HD Rev B
e 9006
e 4500

Requires TIP option key.

The following Polycom peripheral:
¢ Polycom Touch Control

1.4.0
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Deployment Architecture

Figure 3-1 shows the reference architecture for this deployment model.

Figure 3-1  Architecture when Polycom devices are directly registered to Cisco

Unified Communications Manager.
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Telepresence Deployment Design Considerations

Before you register any Polycom HDX systems or telepresence systems to the
Cisco Unified Communications Manager, consider the following information
about interoperability between Cisco Unified Communications Manager and
Polycom systems.

Location settings should allow for video bandwidth when integrating
Polycom video endpoints and infrastructure.

When supporting telepresence systems, region settings should allow for a
minimum of 1024k video bandwidth (region settings should match the
Polycom HDX system maximum call rate).

Region settings should allow for an G.722 audio protocol for the best audio
experience.

The Polycom HDX system or Polycom ITP system should be added to a
device pool in which the Media Resource Group List does not contain
MTP resources.

Note With out-of-band DTMF signalling, Cisco Unified Communications Manager

sometimes inserts Media Termination Point Resources (MTP) in a call. This
prevents video on the Polycom HDX system from operating correctly on H.323 and
SIP trunk calls. You should remove MTP resources from any Media Resource
Groups and Media Resource Group Lists that are used in trunked calls.

Polycom Telepresence Systems Considerations

32

The TIP option key is required in order to support TIP calls. Polycom
telepresence endpoints support TIP version 7.

If you have a Polycom ITP system, the TIP option key must be installed on
each HDX system.

In order for Polycom ITP endpoints to participate in calls hosted by the
Cisco TelePresence Server, you must predefine them on the Cisco
TelePresence Server.
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Content Sharing in Telepresence Environments

Polycom, Inc.

Within a Cisco telepresence environment, Polycom and Cisco endpoints can
share content. However the content sharing experience depends on where the
Polycom endpoints are registered.

Polycom endpoints can be registered to the Polycom DMA system or the Cisco
Unified Communications Manager.

In addition, the following guidelines apply:

Content sharing within a Polycom/Cisco environment is limited to XGA
at5 fps.

Content sharing on Polycom ITP or HDX systems is only supported via
VGA cable. USB content sharing is not supported.

Polycom People + Content IP tool is not supported in Cisco telepresence
environments.

Polycom Endpoints Registered to the Cisco Unified
Communications Manager

The following considerations apply to content sharing when Polycom
endpoints are registered to the Cisco Unified Communications Manager.

In point to point calls with other Polycom endpoints, Polycom endpoints
registered to the Cisco Unified Communications Manager can only receive
and send content on the video (people) channel.

In multipoint calls hosted by the Polycom RMX system, Polycom
endpoints registered to the Cisco Unified Communications Manager
cannot send content to or receive content from a Cisco TelePresence
System (CTS).
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Device Licensing

34

Device license units are assigned to each device connected to Cisco Unified
Communications Manager. For more information, see your Cisco

documentation.

Table 3-2  Required Device License Units.

Polycom Device

Required Device
License Units

Polycom HDX System

Six(6)

Polycom ITP system

Each codec requires device license units when
registered to the Cisco Unified Communications
Manager.

Six(6) per codec

Polycom, Inc.
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Registering a Polycom Telepresence or HDX system with a
Cisco Unified Communications Manager

When incorporating Polycom telepresence endpoints into your Cisco
environment, please note the following:

= The TIP option key is required in order to support TIP calls. Polycom
telepresence endpoints support TIP version 7.

= Ifyou have a Polycom ITP system, the TIP option key must be installed on
each codec.

= You need to register each codec in the Polycom ITP system with the Cisco
Unified Communications Manager.

To register the Polycom HDX system or Polycom ITP system with the Cisco
Unified Communication Manager, you need to perform steps in both the Cisco
Unified Communications Manager and the Polycom system.

= “Configuring the Cisco Unified Communications Manager for an HDX or
ITP System” on page 35

= “Define your Polycom ITP Endpoints in the Cisco TelePresence Server” on
page 42

= “Configuring the Polycom Endpoint” on page 44

See the Polycom Immersive Telepresence (ITP) Administrator’s Guide for detailed
documentation on Polycom ITP systems.

Configuring the Cisco Unified Communications Manager for an HDX or ITP

System

Polycom, Inc.

Use the Cisco Unified Communications web administrator to perform the
following tasks:

= “Create a Security Profile” on page 35
e “Add a System User” on page 37
< “Add a Device Entry” on page 40

Task 1: Create a Security Profile

You need to create a security profile to use with your Polycom ITP system.
Each codec uses the same security profile. You only need to create one security
profile.

To configure security settings

1 Log into the Cisco Unified Communications Manager console.
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Select System > Security Profile > Phone Security Profile.
Select Add New.

Select a Phone Security Profile Type. Select Third-party SIP Device
(Advanced) and click Next.

* Hest

Status

@ SEatus: Ready

Lelect the type of device profile vou would like to create
Phane Secunty Profie Type™ SIS eI

—
= | Hext

® *. indicates required item.

On Phone Security Profile Information page, complete the following
fields:

a Inthe Name text box, enter a profile name for the system.
In the Description field, enter a description for the security profile.

c¢ Ifyou want to use digest authentication (recommended), mark the
Enabled Digest Authentication check box. When you use digest
authentication, a valid login password is required.

d Select the default values for all other fields. This example uses digest

authentication.

Phome: Securily Prolile Configuration

=P

— Slalus

® Snalus; Ready

= Phone Securily Prolile Inlermalion

Praduct Type: Third-party SIF Device [Advanced)
Device Protecel: 319
Name®

Palyeom Securdy Bralile
Cescrplion securiry profile for Falysom deviees
Nenee validity Time* [oqq

Transpart Tvpe™® TEESUDE .

¥l Enalde Chpest Awthenbication

Parameters used in Phone
SIP Phone Port™ (20

Save |
@ E. mdicates regquirad bem,
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6 Click the Save button.

In the status bar near the top of the page, Update Successful appears.

Task 2: Add a System User

You need to create a Cisco Unified Communications Manager system user for
each codec in your Polycom ITP system. For example, if you are registering a
Polycom OTX system that has three codecs, you need to create a unique
system user for each codec.

If you cannot add a user here, your system may be LDAP integrated. If that is
the case, you can use an existing user ID (essentially associating the endpoint
to an existing user) or have your LDAP administrator create a new user 1D for
each codec.

To add a system user
1 Select User Management > End User.
2 Click Add New.

The following screen appears.

End Useer Conliguralion

g 5

= Status

@ Sratus! Ready

— lser Inlarmalion

Lger 10T MO

Fassaord T T T T P TP e T
cenfirm Pasdwarnd AR RRE AR R
FIN

Eoefirm PIN

Lagt mama® WOy

Mideie mame

First naame

Talaphern Humler

Mail I

Manager User 1D

Diepartrent

User Locale < NOT = 3

Assacated PC

3 Complete the required fields.

a Ifyou are not using digest authentication, leave the Digest Credentials
fields blank.
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b If you are using digest authentication, enter the Digest Credentials
(password) for the Polycom system.

This is the same password that will be used by the system to access
the web interface.

4 Click the Save button.

6

In the status bar near the top of the page, Update Successful appears.

This is the same password that will be used by the HDX system to
access the web interface.

a Inthe Confirm Digest Credentials text box, enter the same value that
you entered in the previous step.

Click Save.

In the status bar near the top of the page, an Update Successful message
appears.

After you have saved the new device, the Association Information section
is displayed.

In the Association Information section, click Line [1] - Add a new DN.

— &ssnciation Infarmation — Phone Type
Product Type:  Third-party SIP Devics [Advsnced)
Dewice Prafocal; S1F

= Dewice Indormation
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7 Complete the following required fields. Each unique system user needs a

unique directory number.

a Inthe Directory Number field, enter the phone’s extension number.

b Inthe Route Partition field, choose the appropriate value.

Directory Number Configuration

i soe

Ltatus

@ Status: Ready

Directory Number Information
Dhrackory Murnber* 2041

| Raube Partition Tnternal ot
| Descriptian Palycem HOXO0D1
Alerting Narve Palycem HOXO01

ASCIHT Alerting NAME poecr HOXODL

¥| Artive

8 Click Save.

In the status bar near the top of the page, an Update Successful message

appears.

9 Repeat these steps for each codec in your Polycom ITP system. You need

a unique system user (and directory number) for each codec.
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Task 3: Add a Device Entry

You need to create a Cisco Unified Communications Manager device entry for
each codec in your Polycom ITP system. For example, if you are registering a
Polycom OTX system that has three codecs, you need to create a unique device
entry for each codec.

To add a device entry

1 Select Device > Phone.

2 Click Add New.

3 Select Third-party SIP Device (Advanced), then click Next.

The following screen appears. The data shown in this section is shown as
an example.

Device Infermatian

MaC Address®

Sesirpban

S =W ek er | Miew Detpils
Cemimen Device Conhguration = Hens W e Detaily
an Template® Thirgd-pamy SIF Devies (Advanced] |
Cemmon Phane Profile * Srandard Commen Prome Profile w
Caling Search Space « Hene -
aaR Calling Search Space £ NEAE W
Media Resounce Group List £ NEAE W
Location® LEE-WASSMingtar e
AMR Groug < Hone = s
Device Mobility Mode® Default o Wigw Cuergrt Davicg ko kility Sagting
Chwerntr Liger 10 « Heng » b
Use Trusted Relay Poing® Crefault b
Absays Use Primig Ling® Sefauly e
always Use Prime Line for Voice Message” | pnafsulr »
Calng Farty Trangformation C55 £ MEAE = L
Gealecatsan = NEnE = w

[l use Device Pocl Caling Party Transformation C55

7] Retry Video Coll o5 Audic
[1grace preserzstion [rdicascrs (internal calls on
[ Leggad Trite Hurt Greug

COremeze Device

a Inthe MAC Addresstext box, enter a unique MAC Address for the
HDX system.

This can be any valid, unique MAC address. The Cisco Unified
Communications Manager actually uses the HDX user name to
identify the HDX system.

b (Optional) In the Description text box, enter a description.

¢ From the Device Podl list, select the device pool appropriate for your
Cisco Unified Communications Manager system video devices.
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d From the Phone Button Template list, select Third-party SIP Device
(Advanced).

e (Optional) From the Calling Search Space list, select an appropriate
calling search space for the HDX system.

f  From the Location list, select an appropriate location for the HDX
system. This location should contain video bandwidth. See “Location
settings should allow for video bandwidth when integrating Polycom
video endpoints and infrastructure.” on page 32.

4 Scroll to the Protocol Specific Information section.

Protocol Specific Information
Presence Grc:u|:)'C

Standard Prezence group w
MTF Freferred Originating Codec*®

Device Security Profile Polycom Security Profile

v
Rercuting Calling Search Space = None = ~
SUBSCRIEE Calling Search Space | = None = b
SIP Profile* Standard SIP Profile e
Digest User HOX1 e

[Media Termination Point Required
DUnattended Port

O Require DTMF Reception

a From the Device Security Profile list, select the profile created in
“Create a Security Profile” on page 35.

b Inthe Digest User field, select the user created in “Add a System User”
on page 37.

5 Click the Save button.

In the status bar near the top of the page, an Update Successful message
appears.

After you have saved the new device, the Association Information section
is displayed.

6 Inthe Association Information section, click Line [1] - Add a new DN.

— Phone Type
Product Type:  Third-party SIP Devics [Advsnced)
Dewice Prafocal; S1F

— &ssociation Infarmation

= Dewice Indormation
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7 Complete the following required fields:
a Inthe Directory Number field, enter the phone’s extension number.

b In the Route Partition field, choose the appropriate value.

[
b
Ii D Save

Ltatus

‘ @ Status: Ready

Directory Number Information
Dhractory Murm bar¥ 2041

Raule Parubion Internal -
Descriptian Palycem HOXO0D1
Alerting Narve Palycem HOXO01

ASCIHT Alerting NAME poecr HOXODL

¥| Artive

8 Click Save.

In the status bar near the top of the page, an Update Successful message
appears.

9 Reset the Polycom system in Cisco Unified Communications Manager.

Define your Polycom ITP Endpoints in the Cisco TelePresence
Server

If your Cisco environment includes a Cisco TelePresence Server as well as
Polycom ITP endpoints, you need to predefine your Polycom ITP endpoints
on the Cisco TelePresence Server in order for them to participate in calls hosted
by Cisco TelePresence Server.

You’ll need to define the Primary codec of your ITP system as a Legacy CTS
endpoint.

To define your Polycom ITP endpoint
1 Log onto the Cisco TelePresence Server.
2 Select Endpoints > Add legacy Cisco CTS endpoint.

3 Inthe Add legacy Cisco CTS endpoint dialog box, complete the
following fields:

a Inthe Name field, enter a name for your Polycom ITP system.
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b Inthe Address field, enter the Directory Number you created for the
Primary codec of your Polycom ITP system.

Add legacy Cisco CTS endpoint

k1

Ad ispacy Ciaca CTS endpoint
Palyeom TP System

dusid ingacy Cgco CTS sndpein

4 Click Add legacy Cisco CTS endpoint.
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Configuring the Polycom Endpoint

Complete the following tasks on the Polycom endpoint:

44

“Register the Polycom System with the Cisco Unified Communications
Manager” on page 44

“Ensure the TIP Protocol is Enabled” on page 46

Task 1: Register the Polycom System with the Cisco Unified
Communications Manager

When an Polycom endpoint is registered with a Cisco Unified

Communications Manager, the endpoint can make calls to Cisco endpoints
that are also registered to the Cisco Unified Communications Manager.

To register an HDX or ITP system with the Cisco Unified Communications
Manager

Open a browser window and in the Address field enter the Polycom

1

HDX system IP address or host name.

Go to Admin Settings > Network > IP Network and select SIP.

Configure the settings in the SIP Settings section of the IP Network
screen. For guidance, see Table 3-3.

R eneral serrings 1P Metwork
= Nelwark —
T Enabin SIF =
Call Preference BIF Gerabr Configuratan Spacify ¥
Metwerk Daling Ripralas Sanar 10.223.11.4
Call Spoeds Prcoy Sere 10.223.11.45
Mankars Tranapoi Preboce TCP =
Cameras Comain Name
Audid Settings Lgerlama 2011
Falyeom Towch Control Dinmain Liser Hama WO
LAM Propertes Password ]
¥ Glohal Seraces iR,
»Toale WhiSrason Lync Sanar 20710
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Table 3-3  SIP Settings fields and their
descriptions.

Settings

Description

Enable SIP

Mark this check box to enable the HDX system to
receive and make SIP calls.

Registrar Server

Specify the IP address of the Cisco Unified
Communications Manager.

If you leave this field blank, the Proxy Server is used.

Proxy Server

Specify the IP address of the SIP Proxy Server. If you
leave this field blank, the Registrar Server is used. If you
leave both fields blank, no Proxy Server is used.

By default for TCP, the SIP signaling is sent to port 5060
on the proxy server.

The syntax used for this field is the same as for the SIP
Registrar Server field.

Transport Protocol

The SIP network infrastructure in which your Polycom
HDX system is operating determines which protocol is
required.

For Cisco environments, select either Auto or TCP.

Domain Name

For Cisco envirionments, leave this field blank.

User Name

Specify the system’s SIP name. This is the SIP URI.

Set this to the directory number you assigned to the HDX
system.

Password

When enabled, allows you to specify and confirm a new
password that authenticates the system to the SIP
Registrar Server.

If using Digest Authentication, mark the Password check
box and set the password to the Digest Credentials
password you set for the Cisco Unified Communications
user you created for this HDX system.

Directory:
Microsoft Lync
Server

Specifies whether the SIP Registrar Server is a Lync
Server.

For Cisco environments, leave this check box unmarked.

4 Click Update.

45




Polycom Unified Communications for Cisco Unified Communications Manager Environments

46

Task 2: Ensure the TIP Protocol is Enabled

Verify that TIP option key has been installed and that TIP has been enabled by
verifying these settings:

A TIP check box is displayed and enabled on the HDX Call Preferences

screen.

The SIP (TIP) Calls settings appear on the HDX Call Preference screen.

FGeneral Settings Call Preference

hetwork 3IP
1P Metwork TF
releghony Analog Phone

Call Presferenoe

) Duagnostic Mods
Network Dialing
Transcoding

Zelactthe prefarned speeds 1or pladng calls

Call Speads
Monitors ISDN Galivasiy
Cameras IF Gatlaway
Audio Sewtings Prodizrmed Speads
Palycom Towdh Conbrol
LAN Fropertes I Calls
 Global Services SIF(TIF) Calls
+ Tocls Selactthe madamum spaecs for recaning calls
I Calls
SIRTIR) Calls

[ update |

A |

[;_g

e B B |

6144
G144

6144
G144

The 1024 setting is enabled on the HDX Call Speeds screen.
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Configuring the Polycom RMX System to Support TIP Calls

If your environment includes a Polycom RMX system, you can configure it to
support telepresence calls that include Cisco telepresence endpoints.

Depending on your environment, you can choose to route calls differently.
Specifically, if your deployment includes a Polycom DMA system, you do not
need to configure your RMX system to route calls to the Cisco Unified
Communications Manager.

Configure Call Routing with the Polycom RMX System

If your deployment does not include a DMA system, you need to configure the
RMX system to route calls to the Cisco Unified Communications Manager in
order to support outgoing calls to Cisco endpoints.

See “Configuring the Polycom RMX System to Route Calls to the Cisco Unified
Communications Manager” on page 27.

Configure Call Routing with the Polycom DMA System

If your deployment includes a Polycom DMA system, you can configure the
DMA system as a SIP peer to the Cisco Unified Communications Manager to
ensure that incoming SIP/TIP calls can be routed to the RMX system.

When you use a DMA system, you can also configure the DMA system to
route calls to the Cisco Unified Communications Manager.

See “Using a Polycom DMA System in a Cisco Environment” on page 51.

Configuring the RMX System for a Cisco Telepresence Environment

Polycom, Inc.

You need to configure your RMX system to support telepresence calls that
include Cisco telepresence endpoints.

Perform the following tasks:

“Configure the RMX System for Telepresence Conferencing” on page 48

e “Setthe MIN_TIP_COMPATIBILITY_LINE_RATE System Flag ” on
page 48

= “Configure a TIP Enabled Profile on the RMX system” on page 48

= “Configure an Ad Hoc Entry Queue on the RMX (if DMA system is not
used) ” on page 49

= “Configure a Meeting Room on the RMX” on page 49
= “Configure Participant Properties for dial out calls ” on page 49

« “Configure the RMX system for your H.323 gatekeeper” on page 49
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Task 1: Configure the RMX System for Telepresence Conferencing

Be sure you have configured your RMX system to support telepresence
conferencing.

Please see the RMX System Administrator’s Guide for detailed instructions on
setting up your RMX system for telepresence conferencing.

Task 2: Set the MIN_TIP_COMPATIBILITY_LINE_RATE System Flag

The MIN_TIP_COMPATIBILITY_LINE_RATE System Flag determines the
minimum line rate at which an Entry Queue or Meeting Room can be TIP
enabled.

Polycom systems support TIP version 7 which requires a minimum line rate of
1024 kbps and will reject calls at lower line rates, therefore the System Flag
value must be 1024 or higher.

For more information see the RMX Administrator’s Guide, “System
Configuration”.

Task 3: Configure a TIP Enabled Profile on the RMX system

When you need to support TIP calls, you must ensure that the conference
profiles for the RMX Entry Queues and Meeting Rooms are enabled for TIP
support. (Different profiles can be assigned to Entry Queues and Meeting
Rooms, however they must be TIP enabled.

When you enable TIP, content sharing capabilities are affected for TIP calls.
See “Content Sharing in Telepresence Environments” on page 33.

1 Create a New Profile for the Meeting Room. For more information see the
RMX Administrator’s Guide, “Defining Profiles”.

2 Inthe New Profile - General tab, set the Line Rate to a value of at least
that specified for the MIN_TIP_COMPATIBILITY_LINE_RATE System
Flag.

3 Click the Advanced tab.

Select the TIP Compatibility mode. The TIP Compatibility mode affects
in the user Video and Content experience as described in Table 1-4.

5 Click the Video Quality tab. The Content Settings check box is disabled if
TIP Compatibility is set to Video and Content in the Advanced tab.

6 Click the Video Settings tab. If the TIP Compatibility Mode was set to
Video and Content, the Send Content to Legacy Endpoints is disabled.
This setting cannot be changed.

Set the Telepresence Mode to Auto.

8 Assign the New Profile to the Meeting Room. For more information see
the RMX Administrator’s Guide, “Creating a New Meeting Room”.
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Task 4: Configure an Ad Hoc Entry Queue on the RMX (if DMA
system is not used)

If your deployment does not include a DMA system, you must configure an
Ad Hoc Entry Queue for the RMX system. Be sure to use a conference profile
that is TIP enabled.

1 Create or select the Entry Queue as described in the RMX Administrator’s
Guide, “Entry Queues”.

2 Inthe New Entry Queue or Entry Queue Properties dialog box, ensure
that Ad Hoc is selected.

3 Ensure that the Entry Queue is designated as the Transit Entry Queue as
described in the RMX Administrator’s Guide, “Setting a Transit Entry
Queue”.

Task 5: Configure a Meeting Room on the RMX

For more information see the RMX Administrator’s Guide, “Creating a New
Meeting Room”.

Task 6: Configure Participant Properties for dial out calls

You need to configure the Participant Properties to ensure that defined
participants inherit their TIP settings from the Profile assigned to the Meeting
Room.

1 Define the New Participant’s General settings. For more information see
the RMX Administrator’s Guide, “Adding a Participant to the Address Book™.

Click the Advanced tab.
Ensure that:

— Video Bit Rate is set to Automatic or at least equal to or greater than
the value specified by the MIN_TIP_COMPATIBILITY_LINE_RATE
System Flag.

— Resolution is set to Auto or at least HD 720.

— Video Protocol is set to Auto or at least H.264.

Task 7: Configure the RMX system for your H.323 gatekeeper

If your RMX system also supports H.323 calls, you can to configure the RMX
system’s H.323 Service to register with a gatekeeper.

For more information see the RMX Administrator’s Guide.
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Operations During Ongoing Conferences

Moving participants between TIP enabled meetings and non TIP enabled
meetings is not possible.

Displaying Participants Properties:
1 Inthe Participant List pane double-click the participant entry.
The Participant Properties - General dialog box opens.

2 Click the SDP tab. The following are indicated in the Remote
Capabilities, Remote Communication Mode and Local Communication
Mode panes:

— AAC_LD
— Audio Protocol
— Main Profile

— Video protocol
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Using a Polycom DMA System in @
Cisco Environment

You can configure the Polycom DMA system as a SIP peer and registrar for
your environment.

When you incorporate a Polycom DMA system within your Cisco
environment, you can do the following:

« Use the Polycom DMA system to manage conferences on your Polycom
RMX systems.

< Route outgoing calls from the DMA system to the Cisco Unified
Communications Manager.

< Route incoming calls from your Cisco Unified Communications Manager
to endpoints and systems registered to the DMA system.

See the Polycom DMA 7000 System Operations Guide for more information about
using the Polycom DMA system.

This chapter includes the following sections:
e “Supported Products” on page 52
< “Architecture Diagram” on page 53

e “Task Overview” on page 55
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Supported Products

52

Polycom has tested its most recent product versions with the following Cisco

products.

Table 4-1  Matrix for supported current Polycom products with Cisco components.

Cisco Version(s)
Cisco Unified Communications Manager 8.5

Cisco Unified Videoconferencing 5230 7.X

Cisco TelePresence Multipoint Switch 1.7.2
Cisco IP Communicator 7.X

Cisco Unified Personal Communicator 8.0

Cisco Unified Video Advantage 2.2(x)
Cisco Unified IP Phones: 7960, 7961, 7962, 7965,

7975, 7985, 9971

Polycom Version(s)
Polycom HDX system(all models) v3.0.4
Polycom RMX 1500/2000/4000 systems V7.6

MPMx card required for TIP support.

Polycom CMA system v6.0
Polycom DMA system v4.0
Spectralink wireless phones 8020/8030

KIRK Wireless Server 300/6000/2500/8000

Polycom RSS system v6.4
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Architecture Diagram

Figure 4-1 shows the reference architecture for this deployment model.

Figure 4-1  Architecture when using the Polycom DMA system as a SIP peer.
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Content Sharing with Polycom Endpoints Registered to a DMA System

Table 4-2 lists content sharing scenarios when Polycom endpoints are
registered to a Polycom DMA system that has been configured as a SIP peer.

Polycom Endpoints Registered to a Polycom DMA System

The following considerations apply to content sharing when Polycom
endpoints are registered to a Polycom DMA system that has been configured
as a SIP peer.

Table 4-2 lists content sharing scenarios when Polycom endpoints are
registered to a Polycom DMA system that has been configured as a SIP peer.

Table 4-2  Content sharing when Polycom endpoints are registered to a Polycom DMA system that has been
configured as a SIP peer.

People + Content Sharing (dual-stream
channels with one for video and one for
Call Types content)

Point to Point Calls

HDX/ITP system to HDX/ITP system | Yes

HDX/ITP system to Cisco CTS Yes

Cisco CTS to HDX/ITP system Yes

Multipoint calls on a Polycom RMX

HDX/ITP system to HDX/ITP system | Yes

HDX/ITP system to Cisco CTS Yes

Cisco CTS to HDX/ITP system Yes
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Task Overview

Using a Polycom DMA System in a Cisco Environment

The tasks for configuring a SIP trunk connection between the Polycom DMA
system and the Cisco Unified Communications Manager include:

= “Configuring a DMA SIP Trunk on Cisco Unified Communications
Manager” on page 55

= “Configuring the DMA System for Cisco Unified Communications
Manager” on page 60

Configuring a DMA SIP Trunk on Cisco Unified Communications Manager

Polycom, Inc.

You need to configure Cisco Unified Communications Manager so that it route
calls to the DMA system.

For more information, see the Cisco documentation,
http://www.cisco.com/en/US/products/sw/voicesw/ps556/tsd_products
_support_series_home.html.

Perform the following steps to create a SIP trunk to the DMA system and
establish the call routing infrastructure.

e “Add a SIP Trunk on the Cisco Unified Communications Manager” on
page 55

= “Configuring route groups, route lists and patterns” on page 56

Task 1: Add a SIP Trunk on the Cisco Unified Communications
Manager

When you configure a SIP Trunk for the DMA system, the Cisco Unified
Communications Manager can route calls to the DMA system, including any
endpoints registered to the DMA system or associated RMX systems.

To add a SIP trunk

Navigate to Device > Trunk.

Click Add New in the upper left.

For Trunk Type, select SIP Trunk.

For Device Protocol, the default is SIP and cannot be changed.
For Trunk Service Type, select None (Default).

Then click Next.

Enter a Device Name for this trunk, and a description.

Fill out most fields as appropriate for your system and location.

VW 00 N O 0 A O N —

For Call Classification, select OnNet.
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10 In the SIP Information section, use the IP address for the DMA SIP
signalling domain for the Destination Address.

11 Click Save.
12 Click Apply Config to apply your changes.

Task 2: Configuring route groups, route lists and patterns

In this task, you create everything the Cisco Unified Communications
Manager needs to route calls to the DMA system, as well as receive them.
Video calls are an automatic negotiation as part of the call setup.

= Avroute group in Cisco Unified Communications Manager is a collection of
gateways and trunks.

= Avroute list is a collection of route groups that Cisco Unified
Communications Manager can route calls through.

= The route pattern defines what specific dial pattern or patterns may be sent
to a route list.

To configure Route groups, Route lists and Patterns:

1 Navigate to Call Routing > Route/Hunt > Route Group.

CalRouting = | Media Hesowrces =  Wowe Wal =  Dewice =  Apphcabon = Us

l_ SAF Group

' Uiad Ruies L3
Higute Filer

[ Routemunt M Roste Gous I
S Roube Patem Roule List

d Clasa af Coniral ¥ Roule Pallern

1 ininrcom ¥
Chent Watter Codes Line Growg

L Farced satharization Codes Hunl List

g Tranalation Patiern Hunl Pt

Click Add New.

Enter a name for the Route Group.

In the Find Devices to Add to Route Group section, select the trunk you
created and click Add to Route Group.
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a Click Add to Route Group.

Using a Polycom DMA System in a Cisco Environment

— Route Group Information
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5 Once the trunk appears in the Route Group Members list, click Save.

6 Navigate to Route Plan > Route/Hunt > Route List.
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Click Add.

8 Type a Route List Name and description.

Assign the route list to an appropriate Cisco Unified Communications
Manager Group for your Cisco Unified Communications Manager

cluster.

— Route List Tnfar

h‘i Device is trusted

Marne*
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10

Click Save.

11 Once the route list has been created, click the Add Route Group button.

12

In the Route List Member Information section, use the Route Group
drop-down list to select the route group you created.

— Route List Member Information
Route Group™ | o

— Calling Party Transformations
Use Calling Party's Cxternal Phane Numbear Mask

M S1F Trunk-[NON-GSIG]

Calling Farty Transfarm Mask
Prafis Digits (Qutgging Calls)
Callng Party Murnber Type®

Calling Farty Mumbering Flan®

w
L
Default »
Cwwon CallManager L
Cigoo CallManager w

— Called Party
Discard Digits

Called Party Murmibear T:.-mzt

Trans for

< Hong =

Called Party Transfarm Mask

Prafis Digits (Qutgging Calls)

Called Farty Numbenng Flan® | cigee CallManager

Cisew CallManagear

- G

Click Save.

13 After the route group has been inserted, click Reset, to make the route list
become active.

14

15

Next go to Route Plan > Route/Hunt > Route Pattern.

.l Fnuting 'r| Media Aeanurces +  Voles Mnl v+ Oevies »  Appleason +  Us

AAR Groun
Pl Dsiste Selecied G4 Rewet Seiecies
Rouir Figer
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Class of Contrgl ! | Roule Patlern
ktercam v

Click Add New.

16 Add a route pattern representing a single E.164 extension or range of
extensions available on the H.323/CMA network.
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uses 3XXX.

In the Route Pattern field, enter a name for the pattern. This example

Select the Route List you created.

¢ Fill in all other pertinent information for your network, such as
partition.

In the Call Classification field, select OnNet.
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Note

e Once complete, click Save.

Using a Polycom DMA System in a Cisco Environment
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get added will reset and drop ALL calls on the trunk. The use of route groups and
route lists allows calls to stay active while adding route patterns.

Once you complete the above steps, any Cisco endpoint attached to your Cisco

Unified Communications Manage
registered extension.

r should be able to call any DMA system
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Configuring the DMA System for Cisco Unified Communications Manager

60

On the DMA system, you need to configure an external SIP peer for the Cisco
Unified Communications Manager. This allows the DMA system to route SIP
calls to devices registered to the Cisco Unified Communications Manager.

Perform the following tasks:

= “Configure a SIP Peer for the Cisco Unified Communications Manager”
on page 60

= “Set up a Dial Rule for the Cisco Unified Communications Manager” on
page 61

= “Create a TIP-Enabled Conference Template” on page 62

Task 1: Configure a SIP Peer for the Cisco Unified Communications
Manager

To configure the DMA System as a SIP Peer for Cisco Unified Communications
Manager calls

1 Log into the DMA System.

Navigate to Network > External SIP Peer.

In the Actions menu, click Add.

Type a name and description for the SIP Peer.

Ensure that the Enabled check box is marked.

o 0 A WDN

In the Address field, type the IP address of the Cisco Unified
Communications Manager.

In the Port field, enter the SIP port to use. The default port is 5060.

Optionally, in the Prefix Range field, enter the prefix associated with the
Cisco Unified Communications Manager.

Associating a prefix with your Cisco Unified Communications Manager
depends on how you have set up dial plans and rules within your DMA
system. See the Polycom DMA System Operations Guide for detailed
information.

9 Inthe Type drop-down list, select Other.
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Using a Polycom DMA System in a Cisco Environment

10 In the Transport Type drop-down list, select either TCP or UDP.

# Ernbiled

W g [=T =] =
External SIP Peer e
Chedniain List Dmdiription: Citis Unfind Communicatsn Manages Pasr
Posthmnary i 10100201 "

Parti 200

Prefix rangs:

Types: Ahar *

Transport typs: upd -

Regicter axternally:

-& Canial Halp

11 Ensure the Register Externally check box is unmarked.

Some external SIP peers (Acme SBC, for example) require peer proxies to
register with them. The Microsoft Lync Server does not.

12 Click OK.

Task 2: Set up a Dial Rule for the Cisco Unified Communications
Manager

As a best practice, the dial rule you use for the Cisco Unified Communications
Manager should be last in your logical list of dial rules.

Please see the DMA system documentation for detailed information about
using dial rules.

To set up a dial rule for Cisco Unified Communications Manager calls

1 Select Admin > Call Server > Dial Rules.

Click Add.

In the Add Dial Rule dialog box, enter a description for your dial rule.

In the Action drop-down menu, select Resolve to external SIP peer.

O b ODN

In the Available SIP Peers area, select the SIP peer you created for Cisco
Unified Communications Manager and move it to the Selected Peers area
using the arrow.
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Figure 4-2  Add a dial rule that resolves to the external SIP peer you created for
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Ensure you mark the Enabled check box.
Click OK.

Task 3: Create a TIP-Enabled Conference Template

If you are using the Polycom DMA system to route or host telepresence
conferences, you need to create a Conference Profile that is TIP-enabled and
supports a minimum of 1024 kbps.

To create a TIP-enabled conference profile

1

2
3
4

62

Log onto your DMA system.
Select Admin > Conference Manager > Conference Templates.
Click Add.

On the Common Settings tab, enter a name and description for your
template.

In the Add Conference Template dialog, click RMX General Settings to
view this tab.

a Inthe Line rate field, select a line rate of 1024 kbps or higher.
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Using a Polycom DMA System in a Cisco Environment

b In the TIP compatibility field, select Video Only or Video and
Content, depending on what you want to support.
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6 Click OK.

63



Polycom Unified Communications for Cisco Unified Communications Manager Environments

64 Polycom, Inc.



Neighbored Cisco I0S and Polycom
CMA Gatekeepers

Polycom, Inc.

Consider neighboring gatekeepers if you are integrating an existing Cisco
environment with an existing Polycom network. Neighbored gatekeepers
make it easier to create acommon dial plan. With neighbored gatekeepers, you
can do number translation and maintain your existing environments.

In this scenario, Polycom devices use the Polycom CMA system as their
gatekeeper. The Polycom CMA system will neighbor to the Cisco 10S
gatekeeper and allow dialing between Cisco Unified Communications
Manager and the CMA H.323 domain.

In order to have a common dial-plan for Cisco Unified Communications
Manager and an H.323 network, you need to configure your gatekeeper
topology. The gatekeepers can be thought of as the “phone books* for the
H.323 network. Any attempt to dial from any device (Cisco Unified
Communications Manager or H.323) to an H.323 based platform will first
consult with the gatekeepers on the network to establish proper addressing,
bandwidth use and call admission control before attempting the actual call.

Improper gatekeeper configuration (as well as improper network QoS) can
lead to poor video quality, and poor audio quality for already established
Cisco Unified Communications Manager IP Phone calls, or the inability to
complete calls.
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Deployment Model Advantages

Neighbored gatekeepers make it easier to create a common dial plan. With
neighbored gatekeepers, you can do number translation and maintain your
existing environments.

Within this deployment model, you can also directly register Polycom SIP
devices directly to Cisco Unified Communications Manager, see “Direct
Registration of Polycom Systems with the Cisco Unified Communications
Manager” on page 7.

End User Advantages
For endpoint users, this solution makes it simple to:

= Experience a common dial plan between video devices across the
enterprise. This allows users to dial video numbers as they would any
phone in the system.

= Experience acommon directory when the CMA system is integrated with
Active Directory. Users can dial by the names they already know from
their corporate directory.

System Administrator Advantages
For system administrators, this solution makes it easier to:

= Provide logistical support for large scale deployment of Polycom HDX
systems in a Cisco Unified Communications Manager environment.

= Simplify bandwidth management and call admission control (CAC).

= Use Polycom's SIP expertise to integrate Cisco Unified Communication
Manager SIP clients with a Polycom video network and endpoints in a
way that requires a minimum of network administration and
maintenance.
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Supported Products
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This section lists the supported products for this deployment model.

Polycom has tested its most recent product versions with the following Cisco

products.

Table 5-1  Matrix for supported current Polycom products with Cisco components.

Cisco Version(s)

Cisco Unified Communications Manager 8.0, 8.5

Cisco Unified Videoconferencing 5230 7.X

Cisco Unified Presence 8.0,8.5

Unified Contact Center Express 8.0

Cisco IP Communicator 7.X

Cisco Unified Personal Communicator 8.x

Cisco Unified Video Advantage 2.2(x)

Cisco Unified IP Phones: 7960, 7961, 7962, 7965, 7975, 7985,

9971

Polycom Version(s)

Polycom HDX system (all models) v3.0.4

Polycom RMX system 1500/2000/4000 V7.6
MPM+ card

required for TIP
support.

Polycom CMA system v6.0
Polycom DMA system v4.0
Spectralink wireless phones 8020/8030

KIRK Wireless Server 300/6000/2500/8000

Polycom RSS system v6.4
Polycom VBP-E v9.1.5.3
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Design Considerations

68

You must use an 10S gatekeeper when a Cisco Unified Videoconferencing
MCU is present in the environment.

Gatekeeper load-balancing including the Cisco Gatekeeper Update
protocol is beyond the scope of this document. Additionally, complex
gatekeeper network design should also be reviewed if deploying into a
large enterprise network. For more information, please consult
http://www.cisco.com.
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Architecture Diagram

Figure 5-1 shows a reference architecture for this deployment model.

Figure 5-1 Reference architecture for neighboring gatekeepers.
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Task Overview

Use the following steps to configure neighbored gatekeepers:

= “Configure the Cisco 10S Gatekeeper for use with a CMA System” on
page 70
e “Configuring CMA for use with Cisco 10S Gatekeeper” on page 75

= “Configuring Cisco Unified Communications Manager for H.323” on
page 80
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Configure the Cisco I0S Gatekeeper for use with a CMA System

70

You need to configure the Cisco 10S gatekeeper for two separate zones.
Designate one zone for your Cisco Unified Communications Manager cluster
and another remote zone that defines how to reach the Polycom CMA.

You also need to configure basic bandwidth settings, including overall session
limits.

Figure 5-2 provides a sample configuration with inline comments that
describe each set of I0OS commands:

Figure 5-2 Sample Cisco I0S Gatekeeper configuration with comments.
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- One network interface (Ethernet or Loopback) must be designated as the source interface.
- This ensures that all H.323 gatekeeper traffic originates from the same address
- for each call.

interface FastEthernet0/1

ip address 10.232.253.253 255.255.255.0

h323-gateway voip interface

h323-gateway voip bind srcaddr 10.232.253.253

!

!

I - The command "gatekeeper' puts the router into GK configuration mode

!
gatekeeper

1
- The first local zone created must contain the IP address of the network interface on the
- 10S device to which H.323 has been bound. This establishes the address of the gatekeeper.
- The zone name and domain name are requirements for each zone to help the GK manage
endpoint registrations properly. The "enabled-intrazone" is required to allows devices in
- each zone to call each other. The remote zone must use the IP Address of the CMA as
- that is the point to which all Polycom devices attach.

zone local cucm company.com enable-intrazone
zone remote video company.com 192.168.51.1 1719

Zone prefixes are required to properly route calls into CUCM as CUCM does not register
E.164 prefixes or extensions. Therefore, by adding a zone prefix, we are telling the GK that
any Call Admission Request (ARQ) looking for an extension starting with 1,and is x digits
long, gets routed to the CUCM zone, and eventually the CUCM itself. A "*" represents a
multiple digit wildcard match (i.e. 123456). The use of the "*" is required

as the 10S GK uses this to route all cucm zone calls to the registered CUCM cluster.

zone prefix cucm 1*

zone prefix video 2*

!

I - The remote and zone session bandwidth should be be set (even in small environments)

I - to prevent potential overloading of the CUCM H.323 interface or other network segments.
!

bandwidth remote 5000

bandwidth session zone cucm 5000

!

!
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Figure 5-3  (Cont.) Sample Cisco 10S Gatekeeper configuration with comments.

I - The GW-type-prefix command allows routing into the CalIManager
I - zone. This is a required statement.
!
Gw-type-prefix 1#* default-technology
!
I - turn off proxy so calls can go directly to destinations, by default
I - the proxy of calls to mcu and gateway type devices is off.
!
no use-proxy cucm default inbound-to terminal
no use-proxy cucm default outbound-from terminal
!
I - The "no shutdown" is required to turn the gatekeeper on.
!

no shutdown
1

Basic Cisco I0S Gatekeeper Monitoring

The Cisco 10S gatekeeper has several commands that help you verify that it is
running properly, and has devices registered. For more information about
managing your Cisco 10S gatekeeper, see your Cisco documentation.

< show gatekeeper status, see Figure 5-4
< show gatekeeper endpoints, see Figure 5-5
< show gatekeeper zone status, see Figure 5-6

< show gatekeeper zone prefix, see Figure 5-7

Figure 5-4 The show gatekeeper status command for Cisco 10S gatekeeper.

I - This command shows the operational state of all the gatekeeper components on this router,
I - including remote bandwidth.

router#sh gatekeeper status
Gatekeeper State: UP
Load Balancing: DISABLED

Flow Control: DISABLED

License Status:  AVAILABLE

Zone Name: cucm

Accounting: DISABLED

Endpoint Throttling: DISABLED

Security: DISABLED

Maximum Remote Bandwidth: 5000 kbps
Current Remote Bandwidth: 0 kbps

Current Remote Bandwidth (w/ Alt GKs): 0 kbps
Hunt Scheme: Random
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Figure 5-5 The show gatekeeper endpoints command for the 10S gatekeeper.

I - This command shows what devices are registered to the gatekeeper, their H.323 IDs
I - (if available) and their E.164 IDs as well.

router#sh gatekeeper endpoints
GATEKEEPER ENDPOINT REGISTRATION

CallSignalAddr Port RASSignalAddr Port Zone Name Type Flags
10.232.253.239 53260 10.232.253.239 33234 cucm VOIP-GW
H323-1D: Local-10S-GK_1
Voice Capacity Max.= Avail.= Current.= 0

Total number of active registrations = 1

Figure 5-6  The show gatekeeper zone status command for the IOS gatekeeper.

I - This command lists each zone, the zones status, and all the configured aspects of the zone,
I - including subnets and bandwidth.

router#sh gatekeeper zone status
GATEKEEPER ZONES

GK name Domain Name RAS Address PORT FLAGS

cucm pwnhome . com 10.232.253.253 1719 LS
BANDWIDTH INFORMATION (kbps) :
Maximum total bandwidth : unlimited
Current total bandwidth : 0.0
Maximum interzone bandwidth : unlimited
Current interzone bandwidth : 0.0
Maximum session bandwidth : unlimited
SUBNET ATTRIBUTES :
All Other Subnets : (Enabled)
PROXY USAGE CONFIGURATION :
Inbound Calls from all other zones :
to terminals in local zone cucm : do not use proxy
to gateways in local zone cucm : do not use proxy
to MCUs in local zone cucm : do not use proxy
Outbound Calls to all other zones :
from terminals in local zone cucm : do not use proxy
from gateways in local zone cucm : do not use proxy
from MCUs in local zone cucm : do not use proxy

video pwnhome.com  10.232.253.251 1719 RS
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Figure 5-7 The show gatekeeper zone prefix command for the IOS gatekeeper.

I - This command lists all the known routing prefixes for all the zones.

router#sh gatekeeper zone prefix
ZONE PREFIX TABLE

GK-NAME E164-PREFIX
cucm 1*
video 2*

"show gatekeeper calls" - shows any active calls in the system including some call statistics.
"show gatekeeper gw-type-prefix" - shows systems for call routing (in this case CUCM)

router#tshow gatekeeper gw-type-prefix
GATEWAY TYPE PREFIX TABLE

Prefix: 1#* (Default gateway-technology)
Zone cucm master gateway list:
10.232.253.239:53260 Local-10S-GK_1
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Configuring CMA for use with Cisco I0S Gatekeeper

You need to configure your Polycom CMA system for use with Cisco Unified
Communications Manager. Once completed, calls will work bi-directionally.
The steps listed here may be repeated as many times as is necessary to
complete your particular dial plan.

Task 1: Add a new site (if applicable)

You need to add a new site that represents the Cisco Unified Communications
Manager if the Cisco Unified Communications Manager IP addresses are not
already part of an existing site.

Sites are a group of devices that usually represent a remote location or central
hub. A site contains one or more network subnets, so a device’s IP address
identifies the site to which it belongs.

Note The addition of a new site, subnet, and site-link is only necessary if the 10S
gatekeeper and Cisco Unified Communications System are not in the same subnet
as the CMA platform. Subnets may be added to the existing default site.

To add a new site:
1 Log onto the Polycom CMA system.

2 Navigate to Admin > Dial Plan and Sites > Sites.

Admin

Cashboard

Templates

3 Click Sites on the left navigation bar.
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Enter a site name that represents the Cisco Unified Communications
Manager environment, description and the number of digits for the Cisco
Unified Communications Manager dial plan (in this example it is four).

Add Sibe =

Site Mame My H.323 Site

ceneral Infa Descriptinn H.A2D gite refarence

150N Humber Astignimeant

Routing / Bandwidth Dwerride ITU Dialing Rules L

Subnets PRX Access Code
Counbry Code 3
Area Lode

# 0Of Digits in Suhscriher Nom | )
Default LLR Table -

Assignment Method -

Label Calor -

S

5 Click Site Subnet, then enter the IP address and subnet mask that

represent the Cisco 10S Gatekeeper, and the Cisco Unified
Communications Manager servers (unless the IP addresses of those
devices exist in an already defined site) then click Add - once per IP
Address/Subnet mask pair.

6 When complete, click OK.

Task 2: Add a site link

A site link is network connection between two sites or between a site and an
MPLS network cloud. Site links tell the Polycom CMA system which sites and
subnets can communicate with each other.

To add a site link:

1
2

Click Site-Links on the left navigation bar then click Add.
In the Add Site dialog,
Give the site-link an appropriate name and description

a
b Select the site you created for the From Site

0

Select the default region for the To Site select the default region.
The Link Type should be direct.

o.
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e Set the bandwidth values as appropriate for your network.
f  Click Save when finished.

Add Site-Link =4

Mame Sitelink

Descriptinn

From Sile | My RegianiPrimary Sice ¥
To Sile | IntemaswEN ¥
Link Type o Durecl HultiSite

Total Bandwidth  (kbps) | 1obon

Call Max Bil Rate (kbps) .:- 1011

Zave Cancal
S

You will need to perform this step for each site defined in your Polycom
CMA system.

Task 3: Define a Neighboring Gatekeeper

You need to define the Cisco 10S gatekeeper as a neighbored gatekeeper for
the Polycom CMA system.

Neighboring gatekeepers are gatekeepers that manage other H.323 regions
within an enterprise. When a call originates within one gatekeeper region but
that region’s gatekeeper is unable to resolve the dialed address, it is forwarded
to the neighbored gatekeepers for resolution.

To define a neighboring gatekeeper:

1 Navigate to Admin > Gatekeeper Settings > Neighboring Gatekeepers.
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2 Click Add.

Hame IGEGH

Descriplivn 105 Gatehesper

Gatekeeper IF Address 10,237 253253

rort 1719

Galekeeper Identilier 1S GH|

a Enter a name and description for the gatekeeper.

b The Gatekeeper IP Address to be entered should be the IP Address of
the Cisco 10S gatekeeper created in “Configure the Cisco 10S
Gatekeeper for use with a CMA System” on page 70.

¢ Portshould be 1719.
d For the identifier enter a short, meaningful name.
3 Click Save.

Task 4: Add a Dial Rule

Within the Polycom CMA system, you need to configure dial rules that will
route calls with designated prefixes to designated neighboring gatekeepers,
such as the Cisco 10S gatekeeper.

To add a dial rule:

1 Navigate to Admin > Dial Plan and Sites > Dial Rules.
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2 Click Add to add a dial rule. Enter a name and description for the dial
rule. Check the Enabled box. Set the pattern type to Prefix or Prefix

Neighbored Cisco IOS and Polycom CMA Gatekeepers

Range and select the site you created in “Add a site link” on page 76. All

will also work.

Roulsig Aclsor
d Heighbors

Gateway Services

Genersl Information

Hame CUCM Diakng

Cescriplion  Dialing to extensions an
CLHCH

Prigrty I

Enahled

Pattern Type Prrefis | = J

applicable Site an -

3 Click Routing Action to view the Routing Action panel.

a Inthe IP Address Pattern Data field, type the prefix for call routing (if
Prefix Range was selected in the prior step).

b In the Start Value and End Value fields, enter the prefix range.

¢ Set the Action field to Route to a trusted neighbor.

Add Dialing Fuale -4

Ganeral Infermalon
Routing Acticn
Trusted Meighbors

1P Address Pattern Data

Start Value End ¥ alu=

& Characters &0 Bemove IVl | Hana -

Prafix to ndd

Actinn | ®aute o & trusted aeighbior -
ok Cancal Halp
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4 Click Trusted Neighbors on the left side of the screen.

Add Dialing Rule 4

Benaral Informakion Available Meighbors Selected Meighburs

Rating Actian 108Gakekampar | *pJ
Truwstad Haghbors a

Mave Lp Waovi Dawn

ok Cancsl Fialp

a Select the gatekeeper you created in “Define a Neighboring
Gatekeeper” on page 77.

b Click the > to move it to the Selected Neighbors pane.
5 Click OK.

This completes the setup of the Polycom CMA system.

Note When you add devices to the Polycom CMA system, it can take up to five minutes
for added devices to function and work with call routing between neighboring
gatekeepers.

Configuring Cisco Unified Communications Manager for H.323

You need to configure Cisco Unified Communications Manager so that it can
send and receive calls from the H.323 network.

You need to define a gatekeeper, create an H.323 trunk and establish the call
routing infrastructure.

Note This section assumes you are familiar with several critical Cisco Unified
Communications Manager concepts such as Calling Search Space, Location, and
Device pool. Be sure that in your environment, you know the proper settings for
these fields as they will determine how your devices (in particular the UVA devices)
connect to the H.323 network.

For more information, see the Cisco documentation,
http://www.cisco.com/en/US/products/sw/voicesw/ps556/tsd_products
_support_series_home.html.
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Task 1: Define a gatekeeper

You need to define a gatekeeper for Cisco Unified Communications Manager
in order to integrate with H.323 endpoints.

These steps assume you are using Cisco Unified Communications Manager 6.
Other versions of Cisco Unified Communications Manager require roughly
the same steps.

To define a gatekeeper:

1
2
3

Navigate to Device > Gatekeeper.
Click Add New.

Enter the IP Address of the gatekeeper that this Cisco Unified
Communications Manager needs to use and its description then click
Save.

Once entered, click Reset Gatekeeper, then Reset.
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Note

Note

Task 2: Create a trunk
You need to add an H.225 trunk.

To add a trunk:

1 Navigate to Device > Trunk.

2 Click Add New in the upper left.

3 Select H.225 Trunk (Gatekeeper Controlled). Then click Next.
4 Enter a Device Name for this trunk, and a description.

Fill out all other fields as appropriate for your system and location.

Do not check the Media Termination Point Required check box.

In the Gatekeeper Information area, select the gatekeeper created earlier.
Select Gateway for the Terminal Type.
Fill in the appropriate Technology Prefix (for example, 1#).

© N O O

Fill in the appropriate Zone name.

Zone names are case-sensitive.

9 Once all the fields are filled in correctly, click Save.

10 After saving, click Reset, then Reset to force the Cisco Unified
Communications Manager to register to the gatekeeper.

To verify that your Cisco Unified Communications Manager is registered to
the gatekeeper, check to see that your Cisco Unified Communications
Manager is an active endpoint on the gatekeeper. See “Basic Cisco 10S
Gatekeeper Monitoring” on page 72 for more information.

Task 3: Configuring Route groups, Route lists and Route Patterns

In this task, you create everything the Cisco Unified Communications
Manager needs to route calls to the H.323 network, as well as receive them.
Video calls are an automatic negotiation as part of the call setup.

< Arroute group in Cisco Unified Communications Manager is a collection of
gateways and trunks.

< Avrroute list is a collection of route groups that Cisco Unified
Communications Manager can route calls through.

= The route pattern defines what specific dial pattern or patterns may be sent
to a route list.
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To configure Route Groups, Route lists and Patterns:

Navigate to Call Routing> Route/Hunt > Route Group.

cummu-lmw- Viowe Wal = Device = Appkcabion = Us

AAR Group
Dial Ruies L]
.| Route Filter
| Poutetiunt v gt Group
S Roube Patem Roule List
A Claacy af Coninal L} Ruoule Pallerm
1 ininroom ¥
Chent Waker Codes Line Growg
: Farced satharization Codes Hunl List
Tranalation Paftern Hunl Pl

2 Click Add New.

Type in a name for the Route Group.
b Select the trunk you created.

Click Add to Route Group.

— Roaste Group Tnfoemation
Raute Group Name®  [153-GK-H323-Trunk

Dustribution Alganthm® | Sircular =

— Roule Group Member Inlormalion

Find Devices to Add to Route Group
Device Name contains | Find

avadable Deviees*®  [SFS 70 Trunk. Publish

Partiz) | Hene Availabie =
Add to Route Group |

— Currenl Roule Group Members
Selected Devices* **  [T0E G- Trunk (A0l Farts)

L.

3 Once the trunk appears in the Route Group Members list, click Save.
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4 Navigate to Call Routing > Route/Hunt > Route List.

Iﬁlmv Wedis Aesgurces «  Voics Mal = Device = Applcston = Use

l AAR Group
I Diall Ruiers
.I Houte FRer
| moutetient st Creasn
; SF Aoube Patiern Hgube List
E Clacss af Conind Rt Paliern
E Invinroe
Chen Watter Coces Line Group
: Frovcm] Axifarizaton Codes Mok Lt
K Translston Patlers M gt

5 Click Add New.

a Type a Name and description.

b Assign the route list to an appropriate Cisco Unified
Communications Manager Group for your Cisco Unified

Communications Manager cluster.

Houte List Information
Hame*®

Capscriptinn

[H223-Raute- List

[H223 Call Rowting

Cigco Unified Communications Manager Group™ | Diafa

Save

6 Click Save.
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7

10

11

12
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Once the route list has been created, click the Add Route Group button.

In the Route List Member Information section, use the Route Group
drop-down list to select the route group you created.

Koute List Member Information

Route Group” [H323-Rowte-Group-[NCH-QSI1G] =
Calling Party Transformations
Use Calling Party\'s External Phore Number Mask™ | Cetault =
Calling Party Transform Mash I
Frafic Digits (Dutgaing Calls) I
Calling Party Number Typa® | Siscw CallManages =
Calling Party Numbering Flan™ [ Cisco CallMarager = |

Called Party Transformations
Cwzcard Digis Iq_ Nome = ;I
Callad Party Transform Mask I

Prafix Digils (Sulgaing Calls) |

Called Party Number Type® [ Cigco CallManager

Called Party Numbering Flan™ [cisee Callmanager

L

— | Save

Click Save.

After the route group has been inserted, click Reset, to make the route list

become active.

Next go to Call Routing > Route/Hunt > Route Pattern.

Cal Finuting .-| Uedia Aesnurces «  VnkeMal v Oevice v Applcason v U
SAR Groun
Diial Rukes ¥
T — ﬁ L p—
Rouir Figer
ReeseHunt 12 FHioube Growp
S Rloute Patens Fousbe List
Class of Condrol k Aoule Palierm
InR&rciom k  —
Click Add New.

Add a route pattern representing a single E.164 extension or range of
extensions available on the H.323/CMA network.

a Inthe Route Pattern field, enter a name for the pattern. This example
uses 2XXX.

b Select the Gateway/Route List you created.

¢ Fill in all other pertinent information for your network, such as
partition.
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Note

d Once complete, click Save.

— Pallern Definili

Call Classification™ [otfrer =1

r Regura Farcad Authonzation Code

Autharization Lewel* o

™ Require Clisrt Matter Code

Route Pattern* Jemmx
Route Partition |1- Home = LI
Dieseriptian [Haz3 video Cails
Numberirg Flan | P ;l
Route Filer | ;l
MLFP Precedence* | Cetault =
Resource Priority Namespace Netwark Doman | PprT— LI
Gateway/foute List* [H3z2-Rewe-List =] (Edit)
Ruoute Cution ' Route this pattern

" Block this pattarn [Ne Errar =l

™ Allow Devics Cvernde [F Provide Qutside Dial Tone [ Allaw Crvarlap Sending O Usgenrl Prianty

13 Repeat this step for each prefix range in the H.323 network.

If a route pattern is pointed directly at a trunk, any subsequent route patterns that
get added will reset and drop ALL calls on the trunk. The use of route groups and

route lists allows calls to stay active while adding route patterns.

Once you complete the above steps, any Cisco IP phone attached to your Cisco
Unified Communications Manager should be able to call any gatekeeper

registered extension.
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Using a Polycom CMA System as a
Gatekeeper

You can use the Polycom CMA system as the only gatekeeper for the network.

When you register your components with Polycom CMA system, bandwidth
and call admission control is split between the CMA system and Cisco Unified
Communications Manager. Polycom CMA system fully manages your
Polycom components and you can take advantage of CMA provisioning with
dynamic management.

Within this deployment model, you can also directly register Polycom SIP
devices to the Cisco Unified Communications Manager, see “Direct
Registration of Polycom Systems with the Cisco Unified Communications
Manager” on page 7.

Deployment Model Advantages

e Supports Polycom RSS systems and remote H.323 access with the Polycom
VBP.

= Administrators can easily manage Polycom endpoints with provisioning
capabilities and dynamic management of endpoints.
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Supported Products
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This section lists the supported products for this deployment model.

Polycom has tested its most recent product versions with the following Cisco

products.

Table 6-1  Matrix for supported current Polycom products with Cisco components.

Cisco Version(s)
Cisco Unified Communications Manager 8.0,8.5
Cisco Unified Videoconferencing 5230 7.X

Cisco IP Communicator 7.X

Cisco Unified Personal Communicator 8.0,8.5
Cisco Unified Video Advantage 2.2(x)
Cisco Unified IP Phones: 7960, 7961, 7962, 7965,

7975, 7985, 9971

Polycom Version(s)
Polycom HDX system(all models) v3.0.4
Polycom RMX system 1500/2000/4000 V7.6

MPMx card required for TIP support.

Polycom CMA system v6.0
Polycom DMA system v4.0
Spectralink wireless phones 8020/8030

KIRK Wireless Server 300/6000/2500/8000

Polycom RSS system v7.0
Polycom VBP-E v9.1.5.3
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Architecture Diagram

Figure 6-1 shows the reference architecture for this deployment model.

Figure 6-1 Architecture when using a Polycom CMA system as the only gatekeeper.
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Task Overview

The tasks for configuring a standalone Polycom CMA gatekeeper include:

= “Configuring Cisco Unified Communications Manager for H.323” on
page 90

= “Configuring CMA for Cisco Unified Communications Manager” on
page 95

Configuring Cisco Unified Communications Manager for H.323

90

Note

You need to configure Cisco Unified Communications Manager so that it can
send to and receive calls from the H.323 network.

You need to define a gatekeeper, create an H.323 trunk and establish the call
routing infrastructure.

This section assumes you are familiar with several critical Cisco Unified
Communications Manager concepts such as Calling Search Space, Location, and
Device pool. Be sure that in your environment, you know the proper settings for
these fields as they will determine how your devices (in particular the UVA devices)
connect to the H.323 network.

For more information, see the Cisco documentation,
http://www.cisco.com/en/US/products/sw/voicesw/ps556/tsd_products
_support_series_home.html.

Task 1: Define a gatekeeper

You need to define a gatekeeper for Cisco Unified Communications Manager
in order to integrate with H.323 endpoints.

These steps assume you are using Cisco Unified Communications Manager
8.x. Most versions of Cisco Unified Communications Manager require roughly
the same steps.

To define a gatekeeper:
1 Navigate to Device > Gatekeeper.
2 Click Add New.

3 Enter the IP Address of the gatekeeper that this Cisco Unified
Communications Manager needs to use and its description then click
Save.

4 Once entered, click Reset Gatekeeper, then Reset.
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Task 2: Create a trunk
You need to add an H.225 trunk.

To add a trunk:

1 Navigate to Device > Trunk.

2 Click Add New in the upper left.

3 Select H.225 Trunk (Gatekeeper Controlled). Then click Next.
4 Enter a Device Name for this trunk, and a description.

Fill out all other fields as appropriate for your system and location.

Do not check the Media Termination Point Required check box.

In the Gatekeeper Information area, select the gatekeeper created earlier.
Select Gateway for the Terminal Type.
Fill in the appropriate Technology Prefix (for example, 1#).

© N O O

Fill in the appropriate Zone name.

Zone names are case-sensitive.

9 Once all the fields are filled in correctly, click Save.

10 After saving, click Reset, then Reset to force the Cisco Unified
Communications Manager to register to the gatekeeper.

To verify that your Cisco Unified Communications Manager is registered to
the gatekeeper, check to see that your Cisco Unified Communications
Manager is an active endpoint on the gatekeeper. See “Basic Cisco 10S
Gatekeeper Monitoring” on page 72 for more information.

Task 3: Configuring route groups, route lists and patterns

In this task, you create everything the Cisco Unified Communications
Manager needs to route calls to the H.323 network, as well as receive them.
Video calls are an automatic negotiation as part of the call setup.

< Arroute group in Cisco Unified Communications Manager is a collection of
gateways and trunks.

< Avrroute list is a collection of route groups that Cisco Unified
Communications Manager can route calls through.

= The route pattern defines what specific dial pattern or patterns may be sent
to a route list.
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To configure route groups, route lists and patterns:

1 Navigate to Call Routing> Route/Hunt > Route Group.

_cumu-lmmmu- Woaoe Mall = Device = Appicabion = Us

I AAR Group

Dial Ruies L]
.| Houte F e
| Poutetiunt v gt Group
5P Route Pattern Roule List
A Claacy af Coninal L} Ruoule Pallerm
1 ininroom ¥
Chent Waker Codes Line Growg
: Farced satharization Codes Hunl List
Tranalation Paftern Hunl Pl

2 Click Add New.
a Type in a name for the Route Group.
b Select the trunk you created.
¢ Click Add to Route Group.

— Roaste Group Tnfoemation
Raute Group Name®  [153-GK-H323-Trunk

Dustribution Alganthm® | Sircular =

— Roule Group Member Inlormalion

Find Devices to Add to Route Group
Device Name contains | Find

avadable Deviees*®  [SFS 70 Trunk. Publish

Partiz) | Hene Availabie =
Add to Route Group |

— Currenl Roule Group Members
Selected Devices* **  [T0E G- Trunk (A0l Farts)

L.

3 Once the trunk appears in the Route Group Members list, click Save.
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4 Navigate to Call Routing > Route/Hunt > Route List.

Iﬁalm-r Wedis Aesgurces «  Voics Mal = Device = Applcston = Use

l AAR Group

I Diall Ruiers 3

.I Houte FRer

| moutetient C Raate Green

; SF Aoube Patiern Hgube List

E Clacss af Conind ¥ Rt Paliern

E Invinroe ¥ L
Chen Watter Coces Line Group I~

4 Fonced Astbworicaton Codes Mt List -

K Translston Patlers M gt

5 Click Add New.
a Type a Name and description.

b Assign the route list to an appropriate Cisco Unified
Communications Manager Group for your Cisco Unified
Communications Manager cluster.

Houte List Information

=
HName [HH.:'R RAoube-List
Deseription [H223 Call Rowting
Cigco Unified Communications Manager Group™ [Ugm_,p_ II
Save
6 Click Save.
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7 Once the route list has been created, click the Add Route Group button.

In the Route List Member Information section, use the Route Group
drop-down list to select the route group you created.

Koute List Member Information

Route Group” [H323-Rowte-Group-[NCH-QSI1G] =
Calling Party Transformations
Use Calling Party\'s External Phore Number Mask™ | Cetault =
Calling Party Transform Mash I
Frafic Digits (Dutgaing Calls) I
Calling Party Number Typa® | Siscw CallManages =
Calling Party Numbering Flan™ [ Cisco CallMarager = |

Called Party Transformations
Cwzcard Digis Iq_ Nome = ;I
Callad Party Transform Mask I

Prafix Digils (Sulgaing Calls) |

Called Party Number Type® [ Cigco CallManager

Called Party Numbering Flan™ [cisee Callmanager

L

— | Save

8 Click Save.

After the route group has been inserted, click Reset, to make the route list
become active.

10 Next go to Call Routing > Route/Hunt > Route Pattern.

Cal Finuting -| Uedia Aesnurces «  VnkeMal v Oevice v Applcason v U
SAR Groun
Diial Rukes
T — ﬁ L p—
Rouir Figer
ReeseHunt 12 FHioube Growp
S Rloute Patens Fousbe List
Class of Condrol k Aoule Palierm
InR&rciom k

11 Click Add New.

12 Add a route pattern representing a single E.164 extension or range of
extensions available on the H.323/CMA network.

a Inthe Route Pattern field, enter a name for the pattern. This example
uses 2XXX.

b Select the Gateway/Route List you created.

¢ Fill in all other pertinent information for your network, such as
partition.

94 Polycom, Inc.



Using a Polycom CMA System as a Gatekeeper

d Once complete, click Save.

—Pallern Definilion

Route Pattern* [eox
Route Partition [« nene =~ =
Descriptian [n3z23 videa Cails
Numberirg Flan I ;l
Route Filker | =]
MLRP Precedence ® | Cetault =l
Rescurce Pricrity Namespace Network Domain [+ Nore = |
Gateway/fioute List* [H322-Rawe-List | (Edit)
Rowte Solion = moute this pattern

" Block this pattern [ Mo Ernar |

Call Classification™ [offret =]
™ Allow Devics Cvernde [F Provide Qutside Dial Tone [ Allaw Cvarlap Sending O Usgenl Prianly

r Regura Farcad Authonzation Code

Autharization Level® [

™ Require Clisrt Matter Code

13 Repeat this step for each prefix range in the H.323 network.

Note If a route pattern is pointed directly at a trunk, any subsequent route patterns that
get added will reset and drop ALL calls on the trunk. The use of route groups and
route lists allows calls to stay active while adding route patterns.

Once you complete the above steps, any Cisco IP phone attached to your Cisco
Unified Communications Manager is able to call any gatekeeper registered
extension.

Configuring CMA for Cisco Unified Communications Manager

The Polycom CMA system must be configured with routing information
similar to that found in Cisco Unified Communications Manager. This allows
calls from the H.323 network to reach devices inside Cisco Unified
Communications Manager.

To configure CMA for Cisco Unified Communications Manager calls:
1 Log into the CMA system.
2 Navigate to Network Device > Monitor View.

3 Verify that your Cisco Unified Communications Manager is in the device
list. If it does not appear, reset the trunk in Cisco Unified
Communications Manager.

Navigate to Admin > Dial Plan and Sites > Dial Rules.
5 Click Add to add a dial rule.
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926

a Type a name and description for the dial rule.
b Check the Enabled box.
¢ Set the Prefix Type to Prefix or Prefix Range.
6 Click Routing Action on the left side of the screen.
a Inthe Start Value and End Value fields, enter the prefix range.
b In the Action field, select Route to a GW Service.

7 Select Gateway Services on the left-hand side. For example, 1# and then
click the >.

Use the gateway prefix you defined in Cisco Unified Communications
Manager.

8 Click OK.

Repeat these steps for each prefix range that needs to be routed to Cisco
Unified Communications Manager.

Once these steps have been completed calls will successfully route between
Cisco Unified Communications Manager and the CMA system.
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You can use the Cisco 10S Gatekeeper as the only gatekeeper for your
deployment if you do not need the management capabilities of the Polycom
CMA system.

In this deployment, the Cisco Unified Video Conferencing MCU is supported
along with Polycom H.323 devices.

Within this deployment model, you can also directly register Polycom SIP
devices directly to Cisco Unified Communications Manager, see “Direct
Registration of Polycom Systems with the Cisco Unified Communications
Manager” on page 7.
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Supported Products
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This section lists the supported products for this deployment model.

Polycom has tested its most recent product versions with the following Cisco

products.

Table 7-1  Matrix for supported current Polycom products with Cisco components.

Cisco Version(s)

Cisco Unified Communications Manager 8.0,8.5

Cisco Unified Videoconferencing 5230 7.X

Cisco 10S Gatekeeper 15.x

Cisco TelePresence Server 2.2

Cisco TelePresence Video Communications Server x6.1

Cisco IP Communicator 7.X

Cisco Unified Personal Communicator 8.0, 8.5

Cisco Unified Video Advantage 2.2(2)

Cisco Unified IP Phones: 7960, 7961, 7962, 7965, 7975, 7985, 9971

Polycom Version(s)

Polycom HDX system (all models) v3.0.4

Polycom RMX system 1500/2000/4000 V7.6
MPMx card
required for
TIP support.

Polycom CMA system v6.0

Polycom DMA system v4.0

Spectralink wireless phones 8020/8030

KIRK Wireless Server 300/6000/2500/8000

Polycom RSS system v7.0

Polycom VBP-E v9.1.5.3
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Architecture Diagram

Figure 7-1 shows a reference architecture for this deployment.

Figure 7-1  Architecture when Using a Cisco |IOS Gatekeeper only.
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Design Considerations

Polycom DMA and Polycom RMX systems must be configured as
gateways when registering to the Cisco gatekeeper.

Polycom VSX and Polycom HDX system endpoints are configured as they
would be normally.
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Task Overview

In order to support this deployment model, you must complete the following
tasks:

= “Configuring the Cisco 10S Gatekeeper” on page 100

= “Configuring Cisco Unified Communications Manager for H.323” on
page 103

= “Integrating Polycom H.323 Endpoints with an 10S Gatekeeper” on
page 108

Configuring the Cisco I0S Gatekeeper

100

When you use the Cisco 10S gatekeeper as a standalone gatekeeper, you need
to set up several zones as well as some gateway type prefixes to allow dialing
to the DMA and RMX systems.

Figure 7-2 shows a sample configuration. Adjust prefixes according to the
your dial plan.
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Figure 7-2 Example configuration for standalone 10S gatekeeper.

1
I - One network interface (Ethernet or Loopback) must be designated as the source interface.
I - This ensures that all H.323 gatekeeper traffic originates from the same address for each call.
1
interface FastEthernet0/1
ip address 10.232.253.253 255.255.255.0
h323-gateway voip interface
h323-gateway voip bind srcaddr 10.232.253.253
1
1
I - The command "gatekeeper' puts the router into GK configuration mode
!
gatekeeper
1
I - The first local zone created must contain the IP address of the network interface on the
I - 10S device to which H.323 has been bound. This establishes the address of the gatekeeper.
I - The zone name and domain name are requirements for each zone to help the GK manage
I - endpoint registrations properly. The "enabled-intrazone” is required to allows devices
I - in each zone to call each other. The zone use for Polycom devices must be listed
I - first as Polycom devices do not understand zone names.
!
zone local video company.com enable-intrazone
zone local cucm company.com
!
I - Zone prefixes are required to properly route calls into CUCM as CUCM does not register
I - E_164 prefixes or extensions.Therefore, by adding a zone prefix, we are telling the GK that
I - any Call Admission Request (ARQ) looking for an extension starting with 1, and is x digits
I - long, gets routed to the CUCM zone, and eventually the CUCM itself. A "*" represents a
I - multiple digit wildcard match (i.e. 123456). The use of the "*" is required as the 10S GK

I - uses this to route all cucm zone calls to the registered CUCM cluster.

zone prefix cucm 1*
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It is recommended to set the remote and zone session bandwidth (even in small environments)

to prevent potential overloading of the CUCM H.323 interface or other network segments.

bandwidth remote 5000

bandwidth session zone cucm 5000

The GW-type-prefix command allows routing into the CallManager zone.

This is a required statement. A gw-type-prefix statement is required for every DMA and RMX
registering to the 10S GK. The prefix MUST match the dialing prefixes in the DMA or RMX
In the example shown below, the DMA uses a prefix of 53 and the RMX uses a prefix of 196.

Gw-type-prefix 1#* default-technology

Gw-type-prefix 53*

Gw-type-prefix 196*

1

1

1 -

1 -

1
no
no
no
no

1

1 -

turn off proxy so calls can go directly to destinations, by default

the proxy of calls to mcu and gateway type devices is off

use-proxy cucm default inbound-to terminal
use-proxy cucm default outbound-from terminal
use-proxy video default inbound-to terminal

use-proxy video default outbound-from terminal

the RRQ statement below allows the RMX and DMA to properly register

rrq dynamic-prefixes-accept

no

The "no shutdown™ is required to turn the gatekeeper on.

shutdown
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Configuring Cisco Unified Communications Manager for H.323

Note

Polycom, Inc.

You need to configure Cisco Unified Communications Manager so that it can
send to and receive calls from the H.323 network.

You need to define a gatekeeper, create an H.323 trunk and establish the call
routing infrastructure.

This section assumes you are familiar with several critical Cisco Unified
Communications Manager concepts such as Calling Search Space, Location, and
Device pool. Be sure that in your environment, you know the proper settings for
these fields as they will determine how your devices (in particular the UVA devices)
connect to the H.323 network.

For more information, see the Cisco documentation,
http://www.cisco.com/en/US/products/sw/voicesw/ps556/tsd_products
_support_series_home.html.

Task 1: Define a gatekeeper

You need to define a gatekeeper for Cisco Unified Communications Manager
in order to integrate with H.323 endpoints.

These steps assume you are using Cisco Unified Communications Manager
8.x. Most versions of Cisco Unified Communications Manager require roughly
the same steps.

To define a gatekeeper:
1 Navigate to Device > Gatekeeper.
2 Click Add New.

3 Enter the IP Address of the gatekeeper that this Cisco Unified
Communications Manager needs to use and its description then click
Save.

4 Once entered, click Reset Gatekeeper, then Reset.
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Note

Note

Task 2: Create a trunk

You need to add an H.225 trunk.

To add a trunk:

1

2
3
4

© N O O

Navigate to Device > Trunk.

Click Add in the upper left.

Select H.225 Trunk (Gatekeeper Controlled). Then click Next.
Enter a Device Name for this trunk, and a description.

Fill out all other fields as appropriate for your system and location.

Do not check the Media Termination Point Required check box.

At the bottom of the page, select the gatekeeper created in step 3.
Fill in the appropriate Zone name.
Add Select Gateway for the terminal type.

Once all the fields are filled in correctly, click Save.

Zone names are case-sensitive.

9

Click Reset, then Reset to force the Cisco Unified Communications
Manager to register to the gatekeeper.

To verify that your Cisco Unified Communications Manager is registered to
the gatekeeper, check to see that your Cisco Unified Communications
Manager is an active endpoint on the gatekeeper, see “Basic Cisco 10S
Gatekeeper Monitoring” on page 72 for more information.

Task 3: Configuring route groups, route lists and patterns

In this task, you create everything the Cisco Unified Communications
Manager needs to route calls out to the H.323 network, as well as receive them.
Video calls are an automatic negotiation as part of the call-setup.

A route group in Cisco Unified Communications Manager is a collection of
gateways servicing a common system, such as ISDN or H.323.

A route list is a collection of route groups that Cisco Unified
Communications Manager can route calls through.

The route pattern defines what specific dial pattern or patterns may be
routed with a route list.
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To configure route groups, route lists and patterns:

Navigate to Call Routing> Route/Hunt > Route Group.

cummu-lmw- Viowe Wal = Device = Appkcabion = Us

AAR Group
Dial Ruies L]
.| Route Filter
| Poutetiunt v gt Group
S Roube Patem Roule List
A Claacy af Coninal L} Ruoule Pallerm
1 ininroom ¥
Chent Waker Codes Line Growg
: Farced satharization Codes Hunl List
Tranalation Paftern Hunl Pl

2 Click Add New.

Type in a name for the Route Group.
b Select the trunk you created.

Click Add to Route Group.

— Roaste Group Tnfoemation
Raute Group Name®  [153-GK-H323-Trunk

Dustribution Alganthm® | Sircular =

— Roule Group Member Inlormalion

Find Devices to Add to Route Group
Device Name contains | Find

avadable Deviees*®  [SFS 70 Trunk. Publish

Partiz) | Hene Availabie =
Add to Route Group |

— Currenl Roule Group Members
Selected Devices* **  [T0E G- Trunk (A0l Farts)

L.

3 Once the trunk appears in the Route Group Members list, click Save.
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4 Navigate to Call Routing > Route/Hunt > Route List.

Iﬁlmv Wedis Aesgurces «  Voics Mal = Device = Applcston = Use

l AAR Group
I Diall Ruiers
.I Houte FRer
| moutetient st Creasn
; SF Aoube Patiern Hgube List
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: Frovcm] Axifarizaton Codes Mok Lt
K Translston Patlers M gt

5 Click Add New.

a Type a Name and description.

b Assign the route list to an appropriate Cisco Unified
Communications Manager Group for your Cisco Unified

Communications Manager cluster.

Houte List Information
Hame*®

Capscriptinn

[H223-Raute- List

[H223 Call Rowting

Cigco Unified Communications Manager Group™ | Diafa

Save

6 Click Save.
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7 Once the route list has been created, click the Add Route Group button.

In the Route List Member Information section, use the Route Group
drop-down list to select the route group you created.

Koute List Member Information

Route Group” [H323-Rowte-Group-[NCH-QSI1G]

Calling Party Transformations

Calling Party Transform Mash
Frafic Digits (Dutgaing Calls)
Calhng Parly Numbes T'..'|.;e'I

Calling Party Numbering Flan®

=l

Use Calling Party\'s External Phore Number Mask™ | Cetault =

|C|:.l.l.l CallManager

|L‘isco CallManager

4] L«

Called Party Transformations

Dascard Dhpsls = Nome =

Callad Party Transform Mask I

Prafix Digils (Sulgaing Calls) |

Called Party Number Type® [ Cigco CallManager

Called Party Numbering Flan™ [cisee Callmanager

L

— | Save

8 Click Save.

After the route group has been inserted, click Reset, to make the route list

become active.

10 Next go to Call Routing > Route/Hunt > Route Pattern.

11 Click Add New.

t.nln'wlﬂr|l.ludlnmurmr VoleeMal + Deviee v  Appleaion + U

SAR Groun
Diial Rukes
T — ﬁ L p—
Rouir Figer
ReaseMunt Hipute Groug
S Rloute Patens Fousbe List
Class of Condrol Aoule Palierm
InR&rciom —_—

12 Add a route pattern representing a single E.164 extension or range of
extensions available on the H.323/CMA network.

a Inthe Route Pattern field, enter a name for the pattern. This example

uses 2XXX.

b Select the Gateway/Route List you created.

¢ Fill in all other pertinent information for your network, such as

partition.
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d Once complete, click Save.

r— Pallern Definition

Route Pattern* [eox
Route Partition [« nene =~ =
Dieseription [Haz3 video Cails
Numberirg Flan | ;I
Route Filker | =]
MLRP Precedence ® | Cetault =l
Rescurce Pricrity Namespace Network Domain [+ Nore = |
Gateway/fioute List* [H322-Rawe-List | (Edit)
Rowte Solion = moute this pattern

" Block this pattern [ Mo Ernar |

Call Classification™ [offret =]
™ Allow Devics Cvernde [F Provide Qutside Dial Tone [ Allaw Cvarlap Sending O Usgenl Prianly

r Regura Farcad Authonzation Code

Autharization Level® [L-

™ Require Clisrt Matter Code

13 Repeat this step for each prefix range in the H.323 network.

Note If a route pattern is pointed directly at a trunk, any subsequent route patterns that
get added will reset and drop ALL calls on the trunk. The use of route groups and
route lists allows calls to stay active while adding route patterns.

Once you complete the above steps, any Cisco IP phone attached to your Cisco
Unified Communications Manager should be able to call any gatekeeper
registered extension.

Integrating Polycom H.323 Endpoints with an 10S Gatekeeper

You need to ensure your Polycom HDX endpoints are configured for H.323
and for your Cisco 10S gatekeeper.

To configure using the HDX system onscreen setup:
Navigate to System.

Navigate to Admin settings.

Navigate to Network.

Navigate to IP.

Navigate to H.323.

Navigate to page 2

Change the Gatekeeper setting to Specify.

©© N O O A O NN —

Enter a valid E.164 for your dial-plan in the H.323 Extension (E.164) field.
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9

Using a Standalone Cisco 10S Gatekeeper

Enter the IP Address of the gatekeeper.

10 Exit the screen.

To configure using the HDX system web interface:

1

2
3
4

(8.}

7

Browse to the IP address of the Polycom HDX system.

Click Admin settings.

Click Network.

Click IP Network.

Enter a valid E.164 for your dial-plan in the H.323 Extension (E.164) field.
Change the Use Gatekeeper setting to Specify.

Enter the IP address of the gatekeeper in the Gatekeeper IP Address
field.

Click Update at the top of the page.

Once the gatekeeper address has been set, the unit will attempt to register to
the gatekeeper. You can verify successful registration with the show
gatekeeper endpoints command on the IOS Gatekeeper, see “Basic Cisco
10S Gatekeeper Monitoring” on page 72. You should see your endpoint
registered with its E.164 ID, and an H.323 ID.
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