
1. Read the Release Notes for the release that you are upgrading. We are planning to upgrade 
from R 5.1.(1)  to R 5.2.(5). Current Image on the Nexus 7K: 
 

 
 

2. Verify that sufficient space is available in the location where you are copying the images. 
On slot 0, there is NO flash card inserted right now. Check for Free Space on Internal boot flash. 
 This location includes the active and standby supervisor module bootflash: (internal to the 
device).  

http://cisco.com/en/US/products/ps5989/prod_release_notes_list.html


 

 



 
3. Copy the new image onto your supervisor modules in bootflash: 

 
Example: 
 
switch# copy scp://user@scpserver.cisco.com//downloads/n7000-s1-kickstart.4.0.1a.bin  
bootflash:n7000-s1-kickstart.4.0.1a.bin 
  
switch# copy scp://user@scpserver.cisco.com//downloads/n7000-s1-dk9.4.0.1a.bin  
bootflash:n7000-s1-dk9.4.0.1a.bin 
 
 

4. We are running 4 VDC(including default) on dual Supervisor engine with VPCs.   

An ISSU updates the following 
images:  

• Kickstart image  

• System image  

• Supervisor module BIOS  

• Data module image  

• Data module BIOS  

• Connectivity management 
processor (CMP) image  

• CMP BIOS  

 

 

 
5. Use the show configuration session summary command to verify that you have no active 

configuration sessions. Save the device configuration using the copy running-config startup-
config vdc-all command. 

 
 



6. Use the show install all impact command to verify that the new image is healthy and the impact 
that the new load will have on any hardware with regards to compatibility. Check for 
compatibility. Copy the startup-config file to a snapshot configuration in NVRAM.  This is like 
doing an IOS VERIFY on traditional cisco IOS. 
 

7. How to create a snapshot? 
 

8. Save your running configuration to the startup configuration. Back up a copy of your 
configuration to a remote TFTP server. Schedule your upgrade during an appropriate 
maintenance window for your network. 
 

9. Log in to the console port on both of the active and standby supervisor modules. 
 

10. Issue the following command to trigger the upgrade 
 

install all kickstart bootflash:n7000-s1-kickstart.4.0.1a.bin system 

bootflash:n7000-s1-dk9.4.0.1a.bin 

 

The Output will display, if it is disruptive or non-disruptive. SO I 

will resolve the issues on disruptive upgrade. 

 

11. After the installation operation completes, log in and verify that the device is running the 
required software version using the show version command. 

 
switch# show version  

 

12. Reload both CMPs. For information about configuring and upgrading the CMP, see the Cisco 
Nexus 7000 Series Connectivity Management Processor Configuration Guide.  
 

switch# reload cmp module 5 

switch# reload cmp module 6 

 

 
 
 
 
 


