Introduction:
This document explains the step−by−step procedure to use the command−line interface (CLI) in order to

upgrade the software image on Cisco Catalyst 3750 series switches that have a multi-switch stack
configuration.
Switch IP: 10.52.248.58

Hostname: EUCHQAR01CS1
Location: Chambery
We have five 3750 switches in a stack. (One master and four slaves)

Logical View:
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Prerequisites:

Requirements:
Finding the Priority Value of a Catalyst 3750 Switch

Priority value determines the Master switch in a stack. The priority value can be 1 to 15. The default priority value is 1. 
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Finding the Software Version and Feature Set:
The current IOS version of the stack switch is 12.1(19) EA1d.
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The recommended latest IOS image is c3750-ipservicesk9-mz.122-55.SE.  (ip service image)
Release notes: http://www.cisco.com/en/US/customer/docs/switches/lan/catalyst3750/software/release/12.2_55_se/release/notes/OL23054.html
Deciding which Files to Use:
The software download center for Catalyst 3750 contains two sets of IOS images for every feature set and versions: 
One set contains only the IOS image file which has the extension .bin. The other set contains the IOS image plus the web−based device manager which has the extension .tar.
The .tar file size is of 16.1 MB and the flash size is of 16 MB. So we may prefer .bin upgrade which is of 12 MB size.
Flash File System and Memory Requirements:
DRAM Memory

All models of 3750 series switches have a DRAM configuration of 128 MB. There are no minimum DRAM requirements to consider before you upgrade software on the 3750.

Flash Memory

The internal Flash memory shipped with the 3750 switches is 16 MB and the available free memory is 8MB. The file size of the latest IOS (Release 12.2.55-SE3) is 12.2 MB. So we need delete the existing image and point to TFTP for back up.
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Upgrading a Switch by Using the CLI

Step−by−Step Instructions for .bin:
Step 1 − Download the .bin Image

The IOS file for 3750 Stack upgrade (release 12.2.55-SE3) is placed at below location.

\\hyts7100\shared\network share\Cisco\Cisco IOS\c3750-ipservicesk9-mz.122-55.SE.bin

Step 2 − Verify the Available Memory

The available free memory is 8MB approx on all the switches and existing image need to be deleted in order to create space in flash for new image.
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Step 3 – Verify TFTP connectivity.

In order to verify connectivity to the TFTP server, ping its IP address and check.

Step 4 – Delete the old image and Copy the new Images to the Flash File System

Please note that old image has been backed up in the following path
\\hyts7100\Shared\network share\Cisco\Cisco IOS\Old-Image

EUCHQAR01CS1#delete flash1:<old IOS file name>
EUCHQAR01CS1#delete flash2: <old IOS file name>
EUCHQAR01CS1#delete flash3: :<old IOS file name>
EUCHQAR01CS1#delete flash4: <old IOS file name>
EUCHQAR01CS1#delete flash5:<old IOS file name>
Copy the images to the flash of all members in the multi-layer stack.

EUCHQAR01CS1#copy tftp: flash1:

Address or name of remote host [172.22.1.165]?

Source filename [c3750−advipservicesk9−mz.122−25.SEE2]? c3750−advipservicesk9−.122−25.SEE2.bin
EUCHQAR01CS1#copy tftp: flash2:
EUCHQAR01CS1#copy tftp: flash3:
EUCHQAR01CS1#copy tftp: flash4:
EUCHQAR01CS1#copy tftp: flash5:
Step 4 − Configure the Boot Variable

Configure the first boot variable to boot the switch with the newly copied IOS and second boot variable pointing the TFTP server hosting the older image. If the switch fails to reload with new IOS, it should download the old IOS from t he TFTP server.
EUCHQAR01CS1 (config)#boot system switch all flash:/c3750−advipservicesk9−mz.122−25.SEE2.bin

EUCHQAR01CS1 (config)# boot system tftp:\\c3750-ipservicesk9-mz.122-55.SE.bin
EUCHQAR01CS1config)#exit

EUCHQAR01CS1#write memory
boot system switch all flash:{IOS filename} to set the boot image name on all switches at once, is not supported in current IOS image so we need follow the below steps:
· Use show switch to find out which switch is the master. 
· Do a dir flash: on the master to show the available IOS images.
· Configure the boot variable for the new IOS file system flash:{IOS filename} and save.

· Power down the current master switch and connect the console cable to another switch if necessary. 

· Find the new master, and repeat the above steps on it. Continue on each switch in turn until the entire stack is powered down.
· Now power up the switch you want to be the master. There will be a delay while it waits to make sure there is not already a master. 

· Once the master is up, power up the other switches in the stack. You can do them one at a time or all at once. They come up quickly because there is already a master. 
· Use show switch to make sure all of the switches are participating in the stack.
· You can also try show switch detail and show platform stack-manager all to get lots more info for troubleshooting.

Step 5 − Verify

Verify the outputs of below commands.
EUCHQAR01CS1#show switch detail

EUCHQAR01CS1#show version
EUCHQAR01CS1#dir flash1:
EUCHQAR01CS1#dir flash2:
EUCHQAR01CS1#dir flash3:
EUCHQAR01CS1#dir flash4:
EUCHQAR01CS1#dir flash5:
Note:
We may then be able to reload the entire stack with a single reload command. 

