Maximum Access Time

Maximum account duration
Default [ 1(1-999)

[ Allow access only on these days and times:

From 9:00 AM To 5:00 PM Sun Mon Tue Wed Thu Fri Sat

Login Options

I Maximum simultaneous lagins (1-999)

When guest exceeds limit:

ODisconnect the oldest connection
©Disconnect the newest connection

O Redirect user to a portal page showing an error message
This requires the creation of an authonzation policy rule

[Maximum devices guests can register: | 1 | (1-999) ]

% Endpoint identity group for guest device registration: | GuestEndpoints i

Configure endpoint identity groups at. Administration > Identity > Management > Groups > Endpoint Identity Groups

Purge endpoints in this identity group: days old
Configure endpoint purge at Administration > ldentity Management > Settings > Endpoint purge

[ Allow guest to bypass the Guest portal



