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Interact with Omar Santos in real time, learn more about
his story and the story behind his publications.

Win a free signed copy of his book

During the session, we will select two winners who
will receive a signed copy of the book..

Don’t miss out this opportunity!
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Implementing and Operating Cisco Security Core
Technologies (SCOR 350-701)

350-701 SCOR
Certifications: CCNP Security, CCIE Security, Cisco Certified Specialist - Security Core

Duration: 120 minutes

Available languages: English, Japanese

https://www.cisco.com/c/en/us/training-events/training-certifications/exams/current-list/scor-350-701.html



https://www.cisco.com/c/en/us/training-events/training-certifications/exams/current-list/scor-350-701.html
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Check out some additional information about Omar Santos and Cisco Security sessions on
the Cisco Community or Cisco.com

Omar Santos - Profile
https://blogs.cisco.com/author/omarsantos
Implementing and Operating Cisco Security Core Technologies (SCOR 350-701)

https://www.cisco.com/c/en/us/training-events/training-certifications/exams/current-list/scor-350-
701.html

If you are not yet a registered user on the community, Click here to register and
become an active participant on the community.
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https://community.cisco.com/t5/technology-and-support/ct-p/technology-support?profile.language=en
https://community.cisco.com/t5/technology-and-support/ct-p/technology-support?profile.language=en

Hope you enjoyed this little peek into the event.

Remember it was just a peek. In January 23 you get a chance to see the whole thing.

Register Now: http://bit.ly/sneak-omar-jan23

At the session you will be able to learn so much more and get a chance to subm
questions for the expert to answer during the event.

We’ll see you there!
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